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Two years ago, the January-March 2010 issue of the AMEDD Journal highlighted important legal considerations across a number of areas of military medicine. The articles in that issue were provided by the legal professionals of the Army Judge Advocate General’s Corps who specialize in supporting the Army Medical Department. Those articles undoubtedly reacquainted many Army medical professionals with the enormous legal complexities that surround the practice of medicine, whether military or civilian, and reminded us of the valuable support provided by the Army JAG Corps. These legal specialists, including attorneys, paralegals, and administrators, provide the counsel, assistance, guidance, and yes, sometimes intervention, that make it possible for those of us in the practice of military medicine to do what we should do best, care for the health and well-being of our Soldiers, their Families, and military retirees.

The articles in that issue focused primarily on legal considerations directly related to the practice of medicine, such as consent to treatment, risk management, human subject research, and off-duty employment. It was so well received that the Army Medical Command Staff Judge Advocate was asked for more published discussions of the legal aspects of military medicine. In response, MAJ Joseph Topinka, the Deputy Staff Judge Advocate, has assembled another excellent collection of articles addressing additional vitally important areas of military healthcare delivery, including ethics, contracting, fiscal law, and agreements with civilian agencies and institutions. While, on the surface, some of those topics may appear to clinical practitioners to be someone else’s problems, the articles in this AMEDD Journal illustrate the absolute folly of that idea. Every single day Army medical professionals have interactions involving contractors, funding, and procurement, just to name a few of the areas that may not seem to be of great concern in their daily activities. Unfortunately, an uninformed decision, a misguided involvement, or an incorrectly framed agreement can have serious ramifications, not only to an individual, but sometimes to an organization or to the mission of healthcare delivery itself.

Clearly, the practice of medicine is an intense, extremely complex responsibility, requiring years of education, training, and experience to achieve the necessary levels of competence and skills. Sadly, medical professionals must also cope with an extraordinarily complicated, exhaustively regulated, and highly litigious societal environment which affects virtually every aspect of their vocation. Fortunately for those of us in Army medicine, our partners in the MEDCOM Staff Judge Advocate are there to specifically help navigate that byzantine world of laws, regulations, rules, protocols, and restrictions as advisers, advocates, and sometimes defenders. Those legal professionals have also committed themselves to years of education, training, and experience to achieve their positions in the practice of law. They represent an invaluable resource that is absolutely necessary for AMEDD’s primary mission to maintain a healthy, sustainable, combat-ready fighting force. Simply stated, we could not do it without them.

The foundation for any successful free society which is based on the rule of law is the ethical conduct of its members, and, more significantly, its leaders. A free society cannot be long maintained when individuals and groups disregard the communal standards of fairness and morality, placing their own benefit above all else. Unfortunately, in human society, that type of conduct is expected, and laws, rules, and regulations are implemented in an effort to establish an artificial conscience among those so inclined. Ethical conduct has been the subject of discussions and writings since humans began living together in structured societies, and great philosophers and ethicists have endlessly pondered its successes and failures. In their article, COL Jonathan Kent and MAJ Joseph Topinka explain the concept of expected ethical conduct among those in government service using 14 common sense principles. These clearly defined and explained principles appear to be obvious, not requiring an understanding of anything more than simple decency and respect for others in the society in which we live. However, the reader will quickly recognize how many of these principles are constantly violated, or “bent” to the benefit of the violator. The article cites the various laws and military regulations that attempt to institutionalize expected behavior at the risk of penalty, but, as arrests and convictions all too regularly demonstrate, even the
prospect of such penalty does not deter certain individuals in government service from unethical, illegal activity. This article is an easily understood, comprehensive outline of what is expected, and ultimately demanded, of those holding the public trust, and should be required reading at regular intervals throughout a government career.

In the course of the normally very demanding work days, leaders in supervisory positions in military medical facilities are very happy to have a capable, functioning team to perform the functions and/or provide the services for which they are responsible. However, those same leaders, especially the less experienced, may also not completely understand the significant difference of their relationship with contractor personnel as opposed to that with military personnel and civilian government employees. After all, throughout a military career, leaders receive extensive training focusing on the unit/team perspective, a military unit must be cohesive and uniform, especially in the treatment of its members. A leader may therefore unwittingly—perhaps reflexively—deal with contractor employees as though they are no different from anyone else, which could be problematic, perhaps significantly so. Kim Judd and Kathleen Post have contributed two articles that clearly explain the basics in the contractor employee status from a contractual (legal) perspective. While contractor employees usually function seamlessly as fully integrated members of the team in the performance of their duties, that is where the similarity ends. Mr Judd’s article focuses on the mechanism of the contracting process, and how that establishes the legal structure within which the contractor employees perform their functions. His explanation is key to understanding why and how their status is different from anyone else, which could be problematic, perhaps significantly so. Kim Judd and Kathleen Post have contributed two articles that clearly explain the basics in the contractor employee status from a contractual (legal) perspective. While contractor employees usually function seamlessly as fully integrated members of the team in the performance of their duties, that is where the similarity ends. Mr Judd’s article focuses on the mechanism of the contracting process, and how that establishes the legal structure within which the contractor employees perform their functions. His explanation is key to understanding why and how their status is different from anyone else, which could be problematic, perhaps significantly so. Kim Judd and Kathleen Post have contributed two articles that clearly explain the basics in the contractor employee status from a contractual (legal) perspective. While contractor employees usually function seamlessly as fully integrated members of the team in the performance of their duties, that is where the similarity ends. Mr Judd’s article focuses on the mechanism of the contracting process, and how that establishes the legal structure within which the contractor employees perform their functions. His explanation is key to understanding why and how their status is different from anyone else, which could be problematic, perhaps significantly so. Ms Post’s article deals with the specifics of that relationship within the work environment, a concise, clearly presented discussion of the necessary perspective that government employees must maintain in their dealings with contractor personnel.

Lt Col (Ret) Eugene Smith’s article addresses another surprisingly common problem involving MEDCOM contracts. Unauthorized commitments for goods or services by military personnel or government employees would seem to be an obvious and avoidable occurrence, but such is apparently not the case. As clearly explained in the article, unauthorized commitments occur for a number of reasons, under a variety of circumstances. Further, from a legal perspective, it is a complicated problem because all of the situations, circumstances, participants, and other conditions must be defined so that each occurrence can be evaluated within the framework of the contract and those legal definitions. This is necessary because the contractor/vendor wants to be paid for the product or service provided, and the government must determine if it, or someone else, is legally obligated to make that payment. Lt Col (Ret) Smith carefully develops different aspects of the problem with understandable explanations and illustrative scenarios, carefully and thoroughly referencing key points as the legal bases for his discussion. This is an excellent look at an important problem which is not understood well enough by military and government personnel. Hopefully this article will become standard reading for all AMEDD personnel, especially those in leadership and supervisory positions involving contact (by them and/or their subordinates) with contractors and vendors.

Obviously, operating the federal government costs money, and that money must be obtained, distributed to those who will use it, and spent to keep the government “open.” CPT Juan Lozada-Leoni and his coauthors capture the distribution and use aspect of that function quite succinctly in the opening paragraph of their article in a single sentence: “Fiscal law is the body of law that governs the availability and use of federal funds.” That is a concise definition of a very complex structure of laws, rules, regulations, procedures, and responsibilities that govern the entire process of deciding how much money will be spent, and specifying how that happens. Their article is a comprehensive look at the US federal appropriation process, providing insight into the evolving foundational legal requirements which have driven the development of fiscal law as the complexity of operating the government has dramatically increased. CPT Lozada-Leoni et al have successfully distilled this abstruse process into a well-organized, easy-to-understand primer that allows the reader to grasp both its scope and necessity. While it may not relieve the confusion and frustration that we often experience as we work with the finances of making AMEDD operate, this article puts the complexity and requirements into context, and, at the least, provides understanding of the reasons for the existence of the procedures and protocols that we must use.

It may come as a surprise to lean that not all of the financial responsibilities of operating military healthcare involve expenditure of funds. As Jackey Nichols describes in his informative and interesting article, the DoD has the authority to bill insurance companies who provide healthcare coverage to nonactive-duty beneficiaries who receive care in a military medical facility. That is the good news. The not-so-good news is that over the 20 years that the collection authority has existed, the billing process has fallen woefully behind the industry norm,
including little to no automated capabilities to generate and follow invoices, responses, and payments. Mr Nichols does, however, project improvements in this area, with the attendant reduction in redundancy, time, and cost in obtaining payments for services rendered from obligated insurance carriers, just as civilian treatment facilities do every single day.

Army medicine strongly encourages its professionals to explore their interests and engage in research and development projects in the course of their career progression. However, most projects of significant scope usually cannot be prosecuted using the resources available at a single facility, even a major medical treatment facility. So, in order to avail themselves of other resources, participants will pursue collaborative relationships with professionals at other locations, often in other agencies of the government or in the civilian world, who can provide the needed expertise and resources for the project to continue. This is where the legal aspects of such collaborations become important. In his well-developed and clearly presented article, Robert Charles explains the various types of agreements that are necessary to allow the transfer of technology between entities, whether within the Army, DoD, other US government agencies, or even to civilian, including commercial, activities. Such agreements are absolutely necessary to ensure that the government’s rights to the property involved in the project, both physical and intellectual, are protected. Such agreements can specify the sharing of technology with commercial activities to allow them to further pursue its development, to both their benefit and that of the government. This article is an overview of a dynamic, complex area of military medicine within which leadership by the legal professionals is absolutely critical.

Social media is an ubiquitous fact of modern life. The potential problems of irresponsible use by individual military personnel and civilian government employees have long been recognized and are continually addressed. However, there is another side of social media within the government that can be valuable in a number of ways, but presents its own set of concerns. CPT Adam Jonasz has contributed an article that discusses the use of social media by Army commands at literally all levels, detailing the many setup, management, and maintenance considerations; the regulations; and the procedures that must be addressed prior to implementing an official organizational presence among the social media sources. He carefully details the regulatory structure that governs use of the media, and describes the types of sites, the advantages and disadvantages, and the specific legal considerations that must be included in the decision process before and after the decision is made to establish a presence. This article is contains very important, timely information that is highly relevant for today’s AMEDD and MEDCOM leaders at all levels. It should be the among the first documents read when the pros and cons of establishing a social media presence are discussed.

Professional education programs available to Army healthcare providers are a very important component in the development of well-rounded, highly competent, experienced practitioners. Among the most productive of these programs are those in which civilian and military medical facilities allow each other’s providers to train at the respective facilities. This training expands the skills of those providers, as well as those with whom they work, as they bring different experiences, skills, and perspectives to the practice of medicine, which fosters confidence and enthusiasm. However, notwithstanding the benefits of this process of “provider exchange tours,” it has historically presented a serious legal concern for the Army: liability coverage for the provider working in the nonmilitary facility. In his very important and timely article, Maurice Deaver carefully lays out the parameters of that problem, and chronicles the evolution of DoD’s efforts to sufficiently address the legal exposure to the provider trainee. He clearly explains the conditions and criteria for placing a military provider in a given civilian medical facility, and, most important, the necessary language in the medical training agreement that must be in place before any provider may work in that facility. The government’s specific, virtually inflexible conditions regarding liability protection must be accepted by the civilian institution, or the agreement never happens. Those conditions are contained in two forms which were developed by MEDCOM and approved by the Department of Justice. Mr Deaver details those forms, their respective contents and applicability to the situation that the agreement must address. This article provides an easily understood ready reference for leaders in military medical facilities who are exploring training arrangements with civilian institutions.

David Claypool’s article examines another type of non-government, noncontractor worker that is sometimes present in military healthcare facilities, the “student volunteer.” These are students at accredited educational institutions who are working at a military medical facility as part of their medical education. Similar to the medical training agreements discussed in Mr Deaver’s article, the placement of students in our facilities has strict criteria and conditions which must be met, and a carefully designed memorandum of agreement (which institutes the affiliation agreement) between the Army and the student’s educational facility must be executed.
Mr Claypool clearly and succinctly describes the parameters of such arrangements, how they can be initiated, and the regulatory limitations the government places on use of student volunteers. As with other articles in this AMEDD Journal, this article is an excellent primer on how to establish such arrangements, which, among other things, can be a valuable way to stimulate interest in Army medicine among aspiring, future medical professionals.

Natural and (unfortunately) man-made disasters are all too common occurrences throughout the world, and of course the United States is by no means exempt. We are familiar with the news reports chronicling the occurrence of the disaster, and the initiation of the relief efforts from many sources, including the federal government, frequently including the use of the military, especially military medical resources. Often it may seem that the response “just happens,” but as MAJ Joseph Topinka and Ida Agamy explain in their illuminating, very informative article, the commitment and use of federal resources in response to such emergencies are very closely governed and specifically structured by federal laws and implementing policies. The article details the Secretary of Health and Human Services public health declaration that initiates the federal medical response to the medical needs of a disaster, the liability considerations of responding healthcare workers, and the more serious aspects of such situations, such as isolation and quarantine. The military’s participation in relief efforts is governed by DoD regulations, and is designed to initially provide support as needed by other agencies, unless the scope of the disaster and/or the security situation exceeds the capability of other agencies to organize and control. The article addresses the significant considerations surrounding US military involvement in overseas disasters, which is exponentially more complex than domestic responses. This is another excellent, important article that should be a handy reference for US military medical commanders and leaders who may be called upon to respond to such emergencies.

MSG Christopher Chouinard closes this issue of the AMEDD Journal with an article that gives long overdue recognition to a vital, yet largely unknown resource within the Army Medical Command. The Staff Judge Advocate’s office is obviously populated with talented, capable lawyers who provide the counsel, advice, and guidance we need it to perform our jobs (whether we know it or not), but the SJA also has a number of energetic, dedicated, highly skilled paralegals and paralegal specialists who do much of the detailed, “dirty” work in support of the attorneys. However, they can also provide direct assistance to those requiring research, documentation, correct forms, and referrals to other resources that can provide further assistance. As MSG Chouinard writes, perhaps your first step in addressing a legal matter should be “call your paralegal.” You may find the answer you need more quickly and easily than you imagined.

Articles published in the Army Medical Department Journal are indexed in MEDLINE, the National Library of Medicine’s (NLM’s) bibliographic database of life sciences and biomedical information. Inclusion in the MEDLINE database ensures that citations to AMEDD Journal content will be identified to researchers during searches for relevant information using any of several bibliographic search tools, including the NLM’s PubMed service.
INTRODUCTION

This article was prepared as a tool for readers to remember the Standards of Ethical Conduct through the use of the 14 Principles of Ethical Conduct set forth in 1989 by Executive Order 12674¹ (shown on the following page). In our experience, if you adhere to these basic principles, you will always be on solid ground when it comes to the Joint Ethics Regulation.² Of course, you should contact your local ethics counselor if you have any questions.

Do Not Use Public Office for Private Gain

Your service to the government takes priority over your own private interest. You can never use your government job to benefit your private interests. As military personnel and Department of Defense (DoD) employees, we work to further the best interests of the military, not ourselves.

For example, a program director for a government agency cannot use his or her position at a military installation to award payments from the government to himself or herself or his or her family. According to the Encyclopedia of Ethical Failure³ published by the DoD Office of General Counsel's Standards of Conduct Office, a program administrator participated in such a practice:

by awarding projects to two contractors who in turn hired the employee’s personal business enterprise and his daughter as subcontractors. Over the course of 3 years, they received over $800,000 in fees from the government; the only catch, neither the employee’s personal business nor his daughter actually performed any services for the government at all. Aside from the obvious fraud to which the former employee, his wife, and his daughter pled guilty, federal law also prohibits federal employees from making decisions concerning matters in which they or their family members have a personal financial interest. Even if the former GSA [General Services Administration] employee and his daughter had actually rendered the services that they billed for, the former employee would still have been in violation of federal law by awarding the projects to the contractors in the first place because his own financial interests were involved. The former GSA employee and his family were ordered to pay over $800,000 in restitution, and they each received prison sentences ranging from 12 to 46 months.³(p38)

Public Service Is a Public Trust. Put Loyalty to the Constitution, the Laws, and Ethical Principles Above Private Gain

This principle really goes to what taxpayers expect of their government employees. We are all taxpayers and should ask ourselves what we would think of our conduct if looking at ourselves as taxpayers from the outside. Remember that perception is often a reality for those that see our conduct as government employees from outside federal service. You need to ask yourself whether your conduct on any given action fulfills the trust given to you by your fellow citizen taxpayers who expect you to adhere to the standards under the law and regulations.

Do Not Hold Financial Interests That Conflict With the Honest Performance of Your Duty

A government employee’s personal financial interests should never create a conflict of interest for the employee in regard to what that employee does in his or her official capacity. That is not to say a government employee cannot invest or even have a small business on the side. However, any personal financial interest cannot be in conflict with the employee’s daily duties.

As a result of potential conflicts of interest, the federal government has a financial reporting process. Each year many employees find themselves completing an Executive Branch Confidential Financial Disclosure Report (Office of Government Ethics (OGE) Form 450: http://www.oge.doc.gov/pdfs/OGE_Form_450.pdf). General officers and senior executive service (SES) employees must fill out a similar form designated the OGE 278 (http://www.usge.gov/Forms-Library/OGE-Form-278--Public-Financial-Disclosure-Report/). The process of completing these forms ensures the integrity of the system.

Do Not Use or Allow the Use of Government Information Not Released to the Public to Further Any Private Interest

Information is very powerful in today’s world of information sharing. Proprietary information that is controlled by the government is very valuable to outside parties who may want to get an edge over other organizations for procurement, or influence, or inappropriate
involvement in government operations. A government employee is expected to safeguard that information.

This rule is very significant for the federal procurement process. Protected information can give an invaluable edge to one potential contractor over another during the bidding process for a government contract. In addition, with the workforce consisting of more and more contractors, the US Army Medical Command (MEDCOM) has gone to great lengths to ensure that there is “arm’s length” between government employees and contractor employees through the implementation of MEDCOM Regulation 715-3. This regulation specifically entrusts MEDCOM employees to protect procurement-sensitive information from unauthorized disclosure or compromise. Such information includes but is not limited to budget matters, strategic planning, short term and midterm plans, other contractor’s proprietary information, and any other information that could be used to gain a competitive advantage.
You may never solicit anything in your official position. If organizations offer you items of value you should consult with your servicing ethics counselor. Government ethics regulations contain specific guidelines for gift-giving to avoid situations of bribery or the appearance of bribery. When in doubt about whether to accept something or not, consult with your ethics counselor immediately. For MEDCOM employees, ethics advice can be obtained from your supporting legal office, whether within the medical facility or command, or through supporting, installation-based legal offices throughout the Army.

**Put Honest Effort Into the Performance of Your Duties**

The government expects its employees to come to work, work hard, work the appropriate hours of the duty day, and meet the standards established for employee conduct. The federal government does not hide anything and presents its expectations up front when an employee is hired.

**Protect and Conserve Federal Property, Use it Only for Authorized Activities**

The taxing citizens of this country expect government employees to be good stewards of the equipment, services, and property that the government provides for their use to fulfill their official duties. These resources should be used properly for official purposes and should not be wasted or stolen.

**Act Impartially and Do Not Give Preferential Treatment to Any Private Organization or Individual**

There are literally hundreds of organizations in the country that support Soldiers, their Families, and members of the US military. These organizations often do great things for us. However, these organizations are nonfederal entities and we must be always vigilant in our dealings with them. We cannot give one an unfair advantage over another.

For example, in one incident, 7 senior military officers, including 4 general officers, were found to have misused their positions, improperly implying DoD endorsement or support of a nonfederal entity while appearing in a promotional video for a private organization. Two SES government employees who appeared in the video without title and whose comments did not create the appearance of DoD sanction were found to have properly participated in their personal capacity. The military officers, however, were found to have violated the *Joint Ethics Regulation* in that they were in uniform and displaying their rank as they discussed their private affiliation.

In the Army Medical Command, our dealings take on significant importance as many organizations and individuals wish to donate gifts to Soldiers and Army medicine. We must always be careful about accepting gifts from outside sources even if the gifts on their face appear to be needed, and the gesture is kind and thoughtful. The MEDCOM published *MEDCOM Regulation 1-4* which applies to gift acceptance from outside sources. In accepting gifts, members of this command must ensure that we do so properly and do not give the impression that, by the acceptance of a gift, we give some special status or endorsement to the organization of the individual making the donation.

**Do not Engage in Outside Employment or Activities, Including Seeking or Negotiation for Employment, That Conflict with Official Government Duties and Responsibilities**

This principle does not prevent a government employee from having an outside job, but it does prevent the employee from working in an outside job that conflicts with his or her official government duties. The two cannot cross or create a conflict. When such a conflict exists, the employee must remove the conflict by either ending the outside employment or ending federal service.

Postgovernment employment, negotiating with future employers, and off-duty employment are significant issues facing government employees, especially during times prior to transition from government service to civilian employment. Employees should be mindful of conflicts of interest. They also must be cautious about the parameters of their authorization to work in a nonfederal capacity. Due to the fact that the Army Medical Command has a significant population of medical clinicians that often seek off-duty employment, the command developed a regulation specifically addressing off-duty employment, primarily for active duty and government civilian employee healthcare practitioners: *Medical Command Regulation 600-3.*
Do Not Make a Commitment or Promise of Any Kind That Could Bind the Government if You Don’t Have Authority to Do So

Not everyone is legally authorized to enter into agreements or bind the government to a contract, or to spend the government’s money on products and services. Sometimes government employees think, as a byproduct of their status, that they are, but that is not always automatic. Employees must think very seriously about what they say or do with regard to nonfederal parties when it involves obligating the US Government.

In the Army Medical Command, there is a great concern for such conduct in the procurement environment, especially involving interactions with contractors, vendors, or other nongovernmental individuals who provide goods and services to the command. As a result, the MEDCOM has developed a publication to address these commitments, MEDCOM Pamphlet 715-2. The MEDCOM also has mandatory training for all employees, especially those involved in procurement on unauthorized commitments and how to avoid them.

Satisfy Your Obligation as a Citizen, Including All Just Financial Obligations, Especially Those That Are Imposed by Law, Such as Federal, State and Local Taxes

Federal employees are citizens of the United States, and they have responsibilities as citizens to follow the law and pay their financial obligations. They should act appropriately in their personal capacity, just as they act appropriately in their official capacity as government employees. Their conduct in their personal capacity can actually impact their personal and official capacity.

Disclose Waste, Fraud, Mismanagement, and Corruption to Appropriate Authorities

This principle addresses the need for employee feedback in regard to the operation of our government. Leaders in the government must be open to the input of employees, and employees should have the freedom to communicate their feedback on potentially inappropriate activities that they observe in the operation of the government. Ideally, employees should be able to provide input or complain at the lowest level possible, but that is not always the case. Therefore, it is DoD policy that no person shall restrict a member of the armed forces from making lawful communications to a member of Congress or an inspector general.

Members of the armed forces shall be free from reprisal for making or preparing to make a protected communication which includes information that the member reasonably believes evidences a violation of law or regulation, including a law or regulation prohibiting sexual harassment or unlawful discrimination, gross mismanagement, a gross waste of funds or other resources, an abuse of authority, or a substantial and specific danger to public health or safety. Finally, paragraph 4.4 of DoD Directive 7050.06 specifies that:

No person may take or threaten to take an unfavorable personnel action, or withhold or threaten to withhold a favorable personnel action, in reprisal against any member of the Armed Forces for making or preparing to make a protected communication.

In other words, the government expects its employees to disclose waste, fraud, mismanagement, and corruption one way or another, and it offers appropriate protections to encourage such disclosure.

Follow All Laws and Regulations That Provide Equal Opportunity for All Americans Regardless of Race, Color, Religion, Sex, National Origin, or Handicap

Basically, this principle applies the ethic of reciprocity and focuses on DoD’s leadership role in ensuring an equal opportunity, discrimination-free workforce. A key element of this rule is that persons attempting to live by this rule treat all people with consideration, not just members of their in-group. DoD policy is very clear in support of this principle. The defense of the nation requires a well-trained volunteer force, military and civilian, active and reserve. To provide such a force, DoD must ensure the attractiveness of a DoD career, providing opportunities for all DoD personnel to rise to as high a level of responsibility as their abilities allow. Therefore, programs or activities conducted by, or that receive financial assistance from DoD shall not unlawfully discriminate against individuals on the basis of race, color, national origin, sex, religion, age, or disability in accordance with guidance issued by the Departments of Justice, Health and Human Services, and Labor, as well as the Small Business Administration.

Avoid Any Actions Creating the Appearance That You Are Violating a Law or Ethical Standards. Avoid the Appearance of Impropriety

The final principle is significant and one that we alluded to in the discussion of the second principle. Remember
that perception is often a reality for those that see our
conduct as government employees from outside federal
service. Even if you are not doing something wrong,
there may be an appearance of wrong-doing or improp-
riety. Our experience has been that if you have doubts
about some conduct, it may be questionable, or at least
have a questionable appearance to someone looking
from the outside. When considering that conduct, you
must really look at the principles as a whole and, if you
still have doubts, speak to someone else and get their
perspective or, better yet, consult your ethics attorney.
If you wish to go through with that conduct, appearance
aside, you probably should get a written ethics opinion
for your protection so that you understand the appropri-
ate parameters of your conduct.

Remember that ethics advice is always available and en-
couraged. The advice does not create an attorney-client
relationship, but it does help a person walk through an
appropriate analysis of the ethical issues facing a gov-
ernment employee.

CONCLUSION

In the final analysis, public service is a public trust. To
protect that trust, it is necessary that government em-
ployees uphold the highest ethical standards. DoD em-
ployees abide by the standards of ethical principles and
set a personal example for fellow employees in perform-
ning official duties within the highest ethical standards.
The Ethics in Government Act of 1978,9 as amended, the
Office of Government Ethics implementing regulations,
and the Joint Ethics Regulation are sources of standards
of ethical conduct and ethics guidance, including direc-
tion in the areas of financial and employment disclosures
and postgovernment-employment rules. Government
employees fulfill the public’s trust when following the
ethical standards, and the 14 Principles always provide
a solid ethical ground.
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Legal Fundamentals of Contracting for Healthcare

Kim K. Judd, JD

Senior leaders, in fact leaders at all levels within the US Army Medical Command (MEDCOM), should understand basic principles of contracting for healthcare. Many practical and legal problems can be avoided if these principles are kept in mind as MEDCOM strives to provide healthcare to our Soldiers and other beneficiaries.

SCENARIO

Consider the following scenario which is based upon recent events at a major Army hospital. You are the Deputy Commander for Administration (DCA) at a hospital we will call The Medical Center. Your facility has previously awarded a contract for nurses to the company NursesRUS (NrUs) to address a critical shortage of nurses at The Medical Center. Under that contract, NrUs provides 47 nurses, all of whom work within the Department of Nursing. Most of the NrUs nurses are either former or retired Army Nurse Corps nurses or previous government civilian (GS) nurses, and many have previously worked at The Medical Center while on active duty/GS status. You have an open-door policy under which, once a month, you entertain complaints and allow anyone to come in and air their grievances. During one such open-door session, Nurse Johnson, an NrUs nurse, complains that she is not receiving her paycheck on a regular schedule. She also states that many NrUs nurses are not being paid on time, and further, more than a few of the other NrUs nurses are a month or more behind in receiving their paychecks. Nurse Johnson recently retired from the Army and worked for you before she retired.

What should you as the DCA do? What other parties should you involve? Should you have even entertained Nurse Johnson's complaint? As noted above, this particular scenario actually occurred, and is a textbook case of a good-intentioned DCA who failed to understand basic contracting principles. I will explain what happened at the end of the article.

FIRST FUNDAMENTAL

The first fundamental you must understand is that you, as a MEDCOM leader, do not have authority over contractor employees. While you are responsible and accountable to deliver healthcare to authorized beneficiaries, NrUs nurses are not your employees. They do not work for you, but rather are employed by a contractor, in this case, NrUs, which has a contract with an authorized MEDCOM agent empowered to enter into contracts which legally bind the Army. As a group, MEDCOM leaders are not empowered to enter into such contracts unless they are warranted contracting officers.

The only MEDCOM official who has authority over NrUs is the MEDCOM contracting officer that signed the contract with that company. That contracting officer almost always has a contracting officer’s representative (COR), who helps the contracting officer monitor the performance of a company working under contract. The COR is usually nominated by the activity that needs contracting support. The contracting officer then appoints, in writing, the COR. The appointment letter specifies that the COR is only the eyes and ears of the contracting officer. In other words, the COR is to report contract performance issues to the appointing contracting officer so that the official with proper authority can attempt to resolve such issues.

To summarize this first principle, contractor employees are not government employees. Rather, they are employees of the company that hired them. Their employer is the holder of a contract with MEDCOM, and that contract is solely within the authority of the contracting officer who entered into that contract. Applying this principle to the described scenario, the DCA should not have heard complaints from someone who is not a government employee. Nurse Johnson is paid by NrUs, and the most that the DCA should have done was to tell Nurse Johnson that she should inform the COR that her employer, NrUs, was not paying its employees in a timely manner. It would then be the COR’s duty to report the problem to the contracting officer.

SECOND FUNDAMENTAL

The second fundamental is that government contracts are legal instruments between the government authorized buyer (the contracting officer) and the seller, NrUs. It is important that MEDCOM leaders clearly understand that there are 2 parties to a contract for sale of healthcare services. In our case, the buyer, as legal agent for the director of nursing at The Medical Center (the requiring activity with the need for contracted nurses) was
a warranted contracting officer assigned to support The Medical Center. Further, the seller of those services was NrUs, which had the obligation to supervise and compensate its own employees, in this case, Nurse Johnson. The responsibility to pay Nurse Johnson rested with NrUs, not the government.

Put another way, Nurse Johnson is not “your troop” or “your employee.” In every government contract, just as in every contract you enter into in your private life, there is a buyer and seller. This fact is often lost in the day-to-day mission performance where contractor employees work alongside government employees, whether active duty military or civil service. Compounding the problem is the fact that often both the buyer’s employees (active duty military or GS nurses) are performing the same healthcare functions as the seller’s employees, in this case, Nurse Johnson and her fellow NrUs employees.

**THIRD FUNDAMENTAL**

The third fundamental is that MEDCOM healthcare contracts, as with all federal government contracts, are bound by laws which are not applicable in the civilian world. Our contracts are funded with federal appropriated funds (mostly defense health appropriations). Because of this, federal laws and contracting rules, not state laws, apply.

The contracting rules are contained within the Federal Acquisition Regulation (FAR) (48 CFR chap 1). The federal rules generally require competition among healthcare sellers to win our contracts, and require that, for a MEDCOM contract to be legally binding, it can be entered into or changed only by a warranted contracting officer. As the US Supreme Court has stated (*Federal Crop Insurance Corp v Merrill*, 332 US 380), the fact that sellers

…must turn square corners when they deal with the government** does not reflect a callous outlook …it merely expresses the duty of all courts to observe the conditions defined by Congress for charging the public treasury.

[*Rock Island, Arkansas & Louisiana R Co v United States, 254 US 141, 254 US 143]*

With regard to our Nurse Johnson situation, the FAR specifically states that it is illegal to treat Nurse Johnson as if she were a government employee, and it is illegal for anyone other than a warranted contracting officer to enter into or change a MEDCOM contract. Could the DCA legally have excused Nurse Johnson from coming to work? Hopefully the answer is painfully apparent to anyone who understands that Nurse Johnson is an employee of a recipient seller company, NrUs, which had been awarded a federal (FAR) contract for healthcare services.

**FOURTH FUNDAMENTAL**

The fourth fundamental is that acquiring healthcare services under the FAR is a 3-step process:

1. **Acquisition Planning** – Begins when the customer determines the agency’s needs. The customer coordinates with the contracting officer. Often, the commanding officer/MEDCOM leader is in charge in this phase. The customer delivers an acquisition package to the contracting office.

2. **Contract Solicitation and Award** – Only the contracting officer has authority to enter into a contract. A contracting officer appoints a contracting officer’s representative (COR) to conduct contract surveillance and communicate, through the contracting specialist, to the contracting officer. The contracting officer administers the contract for the customer.

3. **Contract Administration** – Only the contracting officer has authority to administer, modify, or terminate a contract. The contracting officer appoints a contracting officer’s representative (COR) to conduct contract surveillance and communicate, through the contracting specialist, to the contracting officer. The contracting officer administers the contract for the customer.

In the case of Nurse Johnson, the director of nursing at The Medical Center, let us call her COL Caring, determined that she needed 47 nurses more than she had in her active duty military/GS nursing staff. She determined what nursing specialties were needed and then went to her supporting resource management office with a statement of work to determine if The Medical Center had the appropriate funding to send the acquisition package to her supporting contracting officer. COL Caring also nominated someone for appointment by the contracting officer as the COR.

The supporting warranted contracting officer then proceeded to obtain competitive offers from companies interested in providing the required services/personnel. The contracting officer picked the winner of this competition based upon criteria provided by COL Caring. For instance, if COL Caring, as the head of the requiring activity needing the contract support, was willing (and capable) to pay more for a company with more experienced nurses, the solicitation for offers would include that criteria. Once the contracting officer picked the winner (NrUs in this case) the contracting officer signed the contract award, and the result is a legally binding FAR contract.

Finally, NrUs employees began performing under the contract, and the terms of employment between NrUs and Nurse Johnson is a matter solely between those 2
parties. If Nurse Johnson, or any other NrUs nurse, fails to get paid or fails to show up for work, that is an employment matter between NrUs and its employees. Failure to show up for work is a contract performance problem which should be noted by COL Caring and reported immediately to the COR. The COR should then immediately report the contractor’s performance failure to the contracting officer.

The following is the actual sequence of events upon which the above NrUs scenario is based. After listening to her complaint in the open-door session, the DCA told “Nurse Johnson” that this was an intolerable situation and that the Army did not function in this manner. He asked her to come back in a week if the nonpayment problem persisted. A week later she came back with several other “NrUs” nurses and it became apparent that the problem was getting worse. The DCA stated that the Army does not “mess with the troops’ pay,” and should that occur, the troops would not come to work. He told the NrUs nurses he would look into the situation. He never informed “COL Caring,” the COR, or the contracting officer, and then he became so busy that he never looked into the situation, although he intended to do so. The NrUs nurses started calling in sick which caused a severe problem for COL Caring. When she could no longer cover for the nurses with other staff, she finally called the supporting regional contracting officer arrived at The Medical Center with a letter terminating NrUs for a FAR contract default. Fortunately, the contracting officer discovered the basic facts described herein, discovered a systems problem with payment of contractor invoices, and was able to resolve late payments by the Army to NrUs. Once NrUs began receiving timely payments for its services, the employees began to promptly receive their pay (we think). All the contracting officer and COL Caring knew was that the sickout situation resolved itself soon after the payment problem was addressed.

CONCLUSION

This is a very brief overview of contracting fundamentals, a simplistic representation of which is provided in the Figure. I encourage all readers to ask for additional training/seminars from their Office of the Staff Judge Advocate or their healthcare contracting activity if they wish more information on various subjects, such as hiring, interviewing, timesheets, commending, awarding, causing removal or just critiquing contracted performance, trying to resolve contractor employment problems, requiring work different than that which the government bought, and labor hour problems. The fundamentals of these issues should be familiar to all AMEDD leaders.
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Roadmap for Dealing with Contractor Employees

Kathleen Post, JD

For many persons doing business in today’s integrated environment, the road to government contracting is as perilous and treacherous as Frodo Baggins’ journey from Middle Earth to Mordor. As it was for Frodo Baggins, vigilance is required—integration of contract employees into the workplace has added an additional layer of complexity which requires thoughtful oversight to ensure the working relationship between government and contractor is maintained in proper balance, and to enforce the prohibition on contractors performing inherently governmental functions.

A snapshot of a typical day at a medical treatment facility or one of its satellite clinics would show civilian employees and military personnel working alongside a cadre of contractor employees, all performing medically-related mission essential functions. Working behind this scene to ensure that uninterrupted health care is provided to our Soldiers serving on 2 war fronts is the Army’s acquisition force who, on a daily basis, contract for a variety of medical services, ranging from physicians and nurses to imaging maintenance, as well as laboratory and hospital housekeeping services. In 2010 alone, the contracting center of excellence and 6 regional contracting offices acquired over $1.67 billion (10^9) in specialized health care services and supplies (source: Army Contracting Business Intelligence System).

With the Army having moved toward achieving total Army integration by maximizing the contributions of the Army National Guard, the US Army Reserve, and the Active Army through a “one team, one fight” concept, the current operational tempo finds increasing numbers of contractors in both Iraq and Afghanistan. Recent statistics indicate there are over 224,000 DoD contractor personnel in the US Central Command area of operations, creating a 1:1 military to contractor ratio in both Iraq and Afghanistan. There is no question that management of contractor activities by government employees is an integral part of doing business every day and is a critical link in US Army Medical Command’s (MEDCOM) mission to Promote, Sustain and Enhance Soldier Health.

Whether as a civilian or armed services member, properly managing relationships with contractor employees is essential not only to the acquisition process but is the ethical obligation of every government employee. It rests on a rather simple but often misunderstood premise: contractor employees are not government employees and therefore cannot be managed in the same manner. The genesis of the relationship is found and subsequently defined by the contract, which forms the basis of the rights and obligations of the parties similar to the Uniform Code of Military Justice* or civil service rules and regulations. Adding complexity to this simple premise is the fact that, while contractors are not generally supervised by government employees, for personal health care services and medical malpractice purposes, there is generally language in the performance work statement that requires such supervision:

This is a personal services contract and is intended to create an employer-employee relationship between the government and the individual contract health care providers (HCPs) only to the extent necessary for providing healthcare services required under this contract. The performance of the healthcare services by the individual HCPs under a personal services contract are subject to the day-to-day supervision, clinical oversight, and control by healthcare facility personnel comparable to that exercised over military and civil service HCPs engaged in comparable healthcare services.

Look or sound familiar? Wait a minute, did I not just say “contractor employees are not government employees and therefore cannot be managed in the same manner?” For medical malpractice reasons, healthcare providers in a personal services contract are generally supervised by civilian or military personnel. It is a unique exception to the general rule but one which exists within the MEDCOM with great regularity. However, this exception to the supervision requirement does not change the scope of the general guidelines on managing relationships with contract employees. It is essential that our medical force understand and employ the proper guidelines in effectively supporting the full spectrum of operations within the confines of the law.

Contracting with the United States rests on the basic premise that its rules are found in the laws and regulations which govern it. Because the acquisition process is
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*The Uniform Code of Military Justice (UCMJ), a federal law (64 Stat. 109, 10 USC, chap 47) is the judicial code which pertains to members of the United States military. Under the UCMJ, military personnel can be charged, tried, and convicted of a range of crimes, including both common-law crimes (eg, arson) and military-specific crimes (eg, desertion).
structured and restricted, even the contracting officer has no authority to deviate from these laws or regulations. It is important to remember from the outset that any acquisition finds its genesis and guidance in the Federal Acquisition Regulation (48 CFR chap 1). Thus, any acquisition activity generally begins, continues, and ends under the guidance provided under this regulation. Understanding the basic legal framework for the relationship with exists between the government employee and the contractor employee will help frame how you analyze issues which will inevitably surface.

Just as the role of the government is governed by law, the role of the contractor is limited by law and provides a legal barrier which distinguishes the role of the contractor from that of the government employee in the federal workplace. For this reason, contractors cannot perform inherently governmental functions such as making management decisions on behalf of the government. Inherently governmental functions also include activities that require the exercise of government authority to include monetary transactions and entitlements. Because of the strict prohibition against contractors performing inherently governmental functions, contractor employees must identify themselves as a contractor in phone, correspondence, and other communication.

It is important to remember that even in the context of medical services, it is a business relationship which exists between the government and the contractor. The contractor is furnishing supplies and services for a negotiated price. Performance requirements by the contractor and the obligations of the government are established solely by the terms of the contract. The only person with authority to change the terms of the contract, and thereby the requirements to be performed under the contract, is the contracting officer. At this juncture, it is also important to note that the military chain of command can only exercise management control through the contract and does not exercise direct control over contractors and its employees. Commanders must manage whatever issues arise under the contract through either the contracting officer or the contracting officer’s representative (COR). The COR is appointed by the contracting officer to be his or her eyes and ears on the ground to ensure the contractor is performing in accordance with the terms and conditions of the contract. While the COR is an important communication liaison between the commander and the contracting officer and an important player in contractor management and control, it must be understood that the COR does not exercise direct control over the contractor nor its employees. Only the contractor can directly supervise its employees (with the personal services exception noted above). While the COR can communicate the commander’s needs to the contractor, any changes to the contract’s requirements must be made by the contracting officer, the sole government official with authority to modify the contract.

Because the relationship between the government and the contractor is framed by the terms of the contract, the answers to issues are generally found there as well. Additional guidance can also be found in MEDCOM Regulation 715-3.

General rules require, for instance, that government employees not direct the contractor to pay its employees a particular salary or to give performance bonuses. Contractor employees are also not authorized to participate in social events, training holidays, organizational day activities, or other similar events unless specified in the contract or an exception has been obtained. This is not because the Grinch stole Christmas, but because any activity performed by the contractor’s employees is governed by the terms of the contract and by the Joint Ethics Regulation.

Spoiler: Just as Frodo Baggins successfully made the journey from Middle Earth to Mordor, every government employee can successfully navigate the labyrinth of business in today’s integrated environment. Learning to manage expectations and understanding the contractual framework which governs the working relationship that exists between government and contract employees is the essential first step in keeping MEDCOM’s mission to “Promote, Sustain and Enhance Soldier Health.”
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Have You Made an Unauthorized Commitment Lately?

Lt Col (Ret) Eugene J. Smith, JAG, USAF

INTRODUCTION

Have you made an unauthorized commitment lately? If you are a US Army Medical Command (MEDCOM) employee who interacts with contractors, vendors, or other nongovernmental individuals who provide goods or services to MEDCOM, the answer may be yes, and you may not yet know it. This article discusses what constitutes an unauthorized commitment, how it commonly occurs, at what point does it occur, why the occurrence date is significant, who is legally liable, why it is important to avoid causing it, why some of them cannot be corrected, and how to reduce the occurrence of unauthorized commitments within MEDCOM.

WHAT IS AN UNAUTHORIZED COMMITMENT?

The Federal Acquisition Regulation (FAR) (48 CFR chap 1) contains the basic policies and procedures that federal government executive agencies must use to acquire goods and services. The FAR defines an unauthorized commitment as:

an agreement that is not binding solely because the government representative who made it lacked the authority to enter into that agreement on behalf of the government.¹

Although the Department of Defense has issued the Defense Federal Acquisition Regulation Supplement (DFARS)² and the Department of the Army has issued the Army Federal Acquisition Regulation Supplement (AFARS)³ to implement the FAR, neither the DFARS nor the AFARS further defines, clarifies, or explains the phrase “unauthorized commitment.” At first glance, the FAR’s definition may seem straightforward since it specifies only 4 simple requirements for a communication or transaction to meet the definition of an unauthorized commitment:

1. There must be an agreement, commonly referred to in everyday language as a deal or an arrangement.
2. The agreement must have been made by a federal government representative.
3. The agreement must have been made on behalf of the United States.
4. The agreement must not be legally binding, also known as legally enforceable in court, solely because the government representative who made the agreement lacked the authority to act on behalf of the United States.

The regulatory definition in the FAR is not as simple or as comprehensive as it may initially appear. Upon closer examination, that definition leaves at least 3 major questions unanswered. First, the definition does not identify the status of the other party to the arrangement. Could an arrangement between 2 government representatives meet the definition of an unauthorized commitment? Second, the definition does not specify who qualifies as a “government representative.” Could a government representative be the personnel of a government contractor? Third, the definition does not identify what authority is needed to properly act on behalf of the United States. Does a commanding general, subordinate commander, first sergeant, sergeant major, director, or department chief have enough rank or authority to make legally binding agreements on behalf of the United States? With help from the US Government Accountability Office (GAO), we know the answers to these questions will always be a clear and unambiguous, NO. One role of the GAO is to support congressional oversight by auditing agency operations to determine whether federal funds are being spent efficiently and effectively, and by investigating allegations of illegal and improper activities. In 1980, the GAO investigated alleged unauthorized commitments within a specific executive agency.¹ In the report, the GAO’s working definition of an unauthorized commitment was

…an informal agreement, between a contractor and a federal employee who does not have contracting officer authority, to begin work.⁶(vi)³

The GAO’s definition clarifies that the government representative in the FAR’s definition must be a federal employee (civil servants and military members are federal employees), the agreement must be with a contractor (a person not a federal employee), and the authority to make legally enforceable agreements on behalf of the United States is contracting officer authority, not military command authority.
The picture becomes much clearer when we view the FAR's definition in light of the GAO's clarifications. We see that an unauthorized commitment actually has the following 5, not 4, specific parts or requirements:

1. There must be an agreement.

2. The agreement must have been made by a federal government employee.

3. The agreement must have been made on behalf of the United States.

4. The agreement must not be legally binding solely because the federal government employee who made the agreement did not have contracting officer authority to act on behalf of (legally bind) the United States.

5. The agreement must have been made with a person who was not a United States government employee.

That 5-part definition is a more comprehensive, accurate, and usable definition to use when deciding whether an unauthorized commitment has occurred. Now that we have a clear, comprehensive, accurate, and usable definition of an unauthorized commitment, we can now explore how unauthorized commitments commonly occur within MEDCOM.

**The Contracting Officer’s Representative**

It is physically impossible for a MEDCOM contracting officer to personally manage or administer every contract for which he or she is responsible, therefore, contracting officer’s representatives (CORS) are designated to assist in managing and administering the contracts. The COR is a government employee who has received special training in contract administration issues, and who has been appointed in writing by the contracting officer. The COR serves as the “eyes and ears” of the contracting officer in locations where the contract requires the contractor to actually perform the services or deliver goods. The job of the COR is to see that the contractor is performing all services as stated in the contract, and to promptly report all problems to the contracting officer. The role of the COR is so important to proper contract administration that the Department of Defense, the Department of the Army, and MEDCOM require the contracting officer to appoint an adequately trained COR for all service contracts prior to award of the service contract.

Further, MEDCOM requires a general officer or member of the senior executive service to confirm in writing that the contracting officer has indeed appointed or will appoint an adequately trained COR for all MEDCOM service contracts valued over $100,000 prior to award. The COR must be a military member or federal civil servant because COR duties are inherently governmental functions due to the amount of discretion and judgment necessary to perform these duties.

**How Do Unauthorized Commitments Commonly Occur Within MEDCOM?**

There are 5 ways unauthorized commitments commonly occur. Four of those situations involve a federal employee who is not a contracting officer, who either:

(a) arranges for or permits MEDCOM to continue to receive goods or services after the lawful contract has expired, or

(b) arranges for or permits MEDCOM to receive goods or services when there was no lawful contract, or

(c) arranges for or permits MEDCOM to receive goods or services that are not included in the existing lawful contract, or

(d) directs or permits contractor personnel to deliver goods or perform services under terms and conditions contrary to those of the lawfully awarded contract.

All of the above situations commonly occur within MEDCOM. Although they usually occur at medical treatment facilities, each situation may occur just as easily at an administrative office. The fifth type of unauthorized commitment (Situation (e)) involves a contracting officer who purports to act on behalf of the United States, but the dollar amount of the agreement exceeds his or her designated contracting authority. This situation rarely occurred within MEDCOM during the last decade, perhaps because of the checks and balances in the contracting process.

**Situation (a)**

As previously described, the COR serves as the eyes and ears of the contracting officer. The general rule is that the COR has no authority to serve as the “mouth” of the contracting officer, and is limited to the authority granted by the contracting officer in the COR’s appointment letter. Therefore, a COR or any other member of a department or MEDCOM office unintentionally makes an unauthorized commitment by ordering goods or services after the contract for those goods or services has expired. If the COR, department chief, office director, or anyone else other than a contracting officer tells or permits the vendor to deliver goods or perform services because he or she honestly but incorrectly believes a contract still exists, that person unintentionally makes an unauthorized commitment. The same is true if that
Unauthorized commitments occur in situations where the person honestly but incorrectly believes that a new contract to continue a particular contract service has already been awarded because the paperwork was submitted to the contracting office many weeks ago, but in fact the contract had not yet been awarded. Yes, a government employee may make an unauthorized commitment without intending to do so. Yes, a government employee may make an unauthorized commitment even if he or she orders goods or services that the government actually needed and the government actually received and used the goods or services to accomplish a critical part of the mission. These kinds of unauthorized commitments occur because the person incorrectly assumes that a prior contract is still in existence, or that the contracting office has already awarded a follow-on contract for the goods or services in question. The person’s beliefs and intents are irrelevant for the purpose of determining if the person made an unauthorized commitment. The sole focus in determination as to whether an unauthorized commitment occurred is whether the government employee had authority to act on behalf of the government in arranging to obtain the goods or services from the vendor.

Situation (b)
The COR or other member of a MEDCOM organization makes an unauthorized commitment by arranging to receive goods or services when there is no contract for those goods or services. Since a government official can make an unauthorized commitment by acting under an honest but incorrect belief that there is an existing contract, it logically follows that the same action by an official in a situation where there never was an actual contract also creates an unauthorized commitment.

Unauthorized commitments occur in situations where the government official, being unfamiliar with the rules concerning who has authority to legally bind the government, purports to act on behalf of the government based on the official’s military rank, civil service grade, and/or duty title. This situation is different from the earlier situations in which the government official incorrectly believed he or she was following proper procedures. In this situation, the government official is unaware of the proper procedures or elects to disregard the proper procedures. It takes time to process paperwork. Although time is valuable, a lack of planning or a failure to follow proper emergency procedures is irrelevant to the definition of an unauthorized commitment.1 Even when time is of the essence and a MEDCOM medical facility or other MEDCOM organization needs goods or services that are not already under a contract, the only authorized method of getting them quickly is through the proper contracting process. Needing it now is not an exception or defense for creating an unauthorized commitment.

Situation (c)
An unauthorized commitment occurs when a government official who lacks proper authority orders particular goods or services that are not included on the existing contract. An example: there is an existing contract for goods or services X1 through X1001. That contract may have been in place for several years and the medical facility or other MEDCOM organization had never needed goods or services other than X1 through X1001 during the contract period. A new, bona fide need for goods or services X1002 may arise due to the arrival of a new provider, new person, or new patient; addition of new capabilities; or because of changes in other legitimate circumstances. An unauthorized commitment occurs if a government official other than a contracting officer orders goods or services X1002 on behalf of the government before the contracting officer modifies the contract to add these particular goods or services. This is true because goods or services X1002 is not among the goods or services the “noncontracting officer” government official is authorized to order under the terms of the existing contract. In a more specific example, let us suppose there is an existing contract for EEMMR Smith Knee Company to provide specified knee implant items to Best Army Medical Center. A new surgeon has been assigned, hired, or contracted to perform surgeries, including knee replacement surgeries, at Best Army Medical Center. The new surgeon has a legitimate reason to use knee implant items that are not listed on the contract with EEMMR Smith Knee Company, or on any other contract available to Best Army Medical Center. If a government official then arranges for any vendor to supply these different knee implant items, an unauthorized commitment is created because these items are not available under an existing contract. The same situation exists if the government official arranges for EEMMR Smith Knee Company to supply these knee implant items, because these items are not listed on their existing contract with the government.

Situation (d)
An unauthorized commitment occurs when a government official, who lacks proper authority, directs or permits contractor personnel to deliver goods or perform services under terms and conditions contrary to those of the lawfully awarded contract. If the contract requires the contractor to only perform services from Monday through Friday, any government official other than a contracting officer causes an unauthorized commitment by directing or permitting contractor personnel to perform services on a Saturday to help government employees eliminate a backlog, or help meet a need for services on that day. Changing the performance dates or increased
the amount of contract services makes the government liable for an upward adjustment in the contract price. Only a contracting officer has authority to direct or permit changes in contract performance that may result in the government owing more money to the contractor, or receiving less goods or services. Likewise, if the contract requires the contractor to perform particular kinds of services, any government official other than a contracting officer causes an unauthorized commitment by directing or permitting contractor personnel to perform other kinds of services. For example, if the contract provides only for cleaning floors and carpets, directing or permitting contractor personnel to take out the trash is an unauthorized commitment. Since contractor personnel are authorized to be on government property solely for the purpose of performing the services specified in the government contract with their employer, they have no authority to provide free services on behalf of their employer. Even if contractor personnel have authority to provide free services on behalf of their employer or on behalf of themselves, such actions raise legal issues related to accepting gifts on behalf of the government. Gifts of goods or volunteer services must be processed in accordance with specific Department of Defense and Army rules. These procedures are designed to protect the interest of the government and the gift-giver, but are not convenient for everyday use.

Situation (e)

The fifth type of unauthorized commitment occurs when a contracting officer purports to obligate the government in a contract that exceeds his or her warrant authority. Just as a commander does not have unlimited authority to command, some contracting officers hold contracting warrants that limit their authority to contract on behalf of the government. If the contracting officer exceeds the dollar threshold or other limitation of his or her contracting warrant, such action causes an unauthorized commitment because the contracting officer is acting without contracting authority. This is the same situation that occurs when any other government official purports to contract on behalf of the government without having the required contracting authority. For example, an unauthorized commitment occurs if a contracting officer with a contracting warrant that is limited to awarding contracts up to $2 million awards a contract for $3 million. Similarly, an unauthorized commitment occurs if a COR or other government official exceeds his or her delegated authority to order goods or services under an existing contract vehicle. For example, suppose the contracting officer delegates authority to a government official to order up to $5,000 worth of goods or services in a single order under a specific blanket purchase agreement. If that government official places an order for $6,000 in goods or services on the specified blanket purchase agreement, or places an order for $4,000 not using the specified blanket purchase agreement, an unauthorized commitment occurs. The government official exceeded his or her delegated authority to order goods or services on behalf of the government.

Who is legally responsible for committing the unauthorized commitment?

The Vendor

Is the vendor legally responsible for committing the unauthorized commitment? After all, the vendors know (or should know) if they have contracts with the government, and know (or should know) the respective goods or services each contract requires the vendor to provide. While that may be true, vendors are not legally responsible for causing the unauthorized commitment. Remember, the government’s definition of an unauthorized commitment looks at the actions of a government employee, not at the actions of the vendor’s employees. The definition is the same even if the same vendor repeatedly provides goods or services to the government with full knowledge that those goods or services are not covered by a lawful government contract. The vendor’s financial risk, eagerness, or overeagerness to sell goods or services to the government has no role in the definition of an unauthorized commitment. However, the vendor does face a potential financial risk, which will be discussed later.

Commander or Supervisor

Is the commander or the supervisor legally responsible for committing the unauthorized commitment? After all, the commander and the supervisor are responsible for what happens in their organization. That may be true, but the commander and the supervisor are not legally responsible for creating the unauthorized commitment. Again, the government’s definition of an unauthorized commitment looks at the actions of the government official who actually made the arrangements with the vendor on behalf of the government without having proper authority.

The Responsible Government Official

Yes, the government official who made the arrangements with the vendor on behalf of the government is the person legally responsible for creating the unauthorized commitment. A government official may create an unauthorized commitment by words or actions that cause the vendor to deliver goods or services on behalf of the government. A clear example is when a government official calls the vendor and tells the vendor to deliver a specified amount of particular goods or services to a designated location by a certain date for use.
The government official may also commit an unauthorized commitment by inaction or omission. For example, suppose the contract expires on Monday, but the contractor’s personnel show up on Tuesday and continue to perform the same services, but the government official in charge of monitoring the contract services does nothing to stop that performance. If that government official knows (or reasonably should have known) about the contractor’s continued performance and does nothing to stop it, that person commits an unauthorized commitment.

The bottom line; a government official may commit an unauthorized commitment by commission or by omission. The question is whether that person’s actions or inactions with the vendor caused the vendor to deliver goods or perform services under the incorrect belief that this person had authority to act on behalf of the government.

At What Point Does an Unauthorized Commitment Occur?

The unauthorized commitment occurs at the moment the government official, without authority, completes the arrangements for the vendor to provide goods or services on behalf of the government. A government official may have several communications over many months with a vendor to discuss the needs of the government. Or, the government official may have only one communication—in person, by phone, by fax, or by email—with the vendor concerning the needs of the government. The amount of back and forth communications is not the key to determining the point at which the unauthorized commitment occurs. It occurs at the point when the government official and the vendor reach a general understanding or deal concerning what the vendor will do and how much the government will pay the vendor for doing it. The price need not be expressly stated. The facts may show the price was implied to be the amount the government paid the last time, derived from the vendor’s catalog, or is simply what the parties incorrectly believe to be the contract price. By definition, the unauthorized commitment occurs at the time the government official, without authority, completes the arrangements for the vendor to provide goods or services on behalf of the government. The unauthorized commitment does not occur later when the vendor actually delivers the goods or performs the services.

In the case of an unauthorized commitment created by omission, the unauthorized commitment occurs at the time the government official knows, or should have reasonably known, of the vendor’s continued performance without the benefit of a contract. The vendor will normally submit an invoice for payment at the same prices as in the expired contract.

What is the Significance of the Date on Which the Unauthorized Commitment Occurred?

It is critically important to determine the correct date on which the unauthorized commitment occurs because of fiscal law reasons. If the unauthorized commitment is later approved or ratified by a government official with authority to do so, the money must come from the fiscal year in which the unauthorized commitment was made. In some instances, the unauthorized commitment may have occurred 2 or more fiscal years ago, the vendor may have provided the goods or services one or more fiscal years ago, a government official may not have discovered and reported the situation until last fiscal year, and it may not be ratified or approved until this fiscal year. This is the case if the government official made the unauthorized deal with the vendor in August of fiscal year 2008, the vendor delivered the goods or services on time in November of fiscal year 2009, the vendor did not submit a proper invoice to the government until July of fiscal year 2010, and the transaction was not approved until December of fiscal year 2011. Using the wrong fiscal year money to pay the vendor is a Bona Fide Need Rule violation, a statutory violation. That is why it is critically or criminally important to document in which fiscal year the unauthorized commitment occurred. That task becomes harder and harder the closer to the end of the fiscal year that the unauthorized commitment occurs, and government personnel with personal knowledge of communications between the vendor and the government official are no longer available to provide information. The absence of government officials with personal knowledge of the facts may mean having to rely on the “paper trail” to reconstruct what happened, and when it happened.
WHY IS IT IMPORTANT TO AVOID COMMITTING AN UNAUTHORIZED COMMITMENT?

One reason it is important to avoid committing unauthorized commitments is because committing them is a regulatory violation. The regulations say do not do it.\textsuperscript{23,24} If you do not have a contracting officer’s warrant that gives you authority to enter into contracts or make deals on behalf of the government, comply with the regulations and do not do it. Even in emergencies, there should be enough time to contact the COR, permit the COR to notify the contracting officer, and allow the contracting officer to make the necessary arrangements to avoid mission failure. The COR must be contacted so that an authorized government official may promptly take the proper contracting steps for mission success. If the COR is unavailable for any reason, the proper action is to contact the on-duty contracting officer that services your organization to quickly obtain the required goods and services.

Another reason it is important to avoid committing an unauthorized commitment is the harsh financial impact on the vendor. After the contracting officer has put a contract vehicle in place under which to make the payment, the vendor must still wait for the Defense Finance and Accounting Service to make the payment. Because of processing and paying times, it could take several months before the vendor actually receives payment, even if the unauthorized commitment is immediately discovered. As you might imagine, it is a severe financial hardship for small businesses to wait several months for payment from the government while those small businesses must meet weekly payroll and other operating costs.

Another reason it is important to avoid making an unauthorized commitment is the potential for personal financial disaster. Of course, a civil service official is subject to possible adverse personnel actions for failing to correctly perform his or her job since his or her job does not include making unauthorized commitments. Those adverse actions are stipulated in \textit{Army Regulation 690-700},\textsuperscript{25} Chapter 751, Table 1-1, Offense 14, as shown in the Figure. A military official is subject to possible punishment under Article 134 of the Uniform Code of Military Justice.\textsuperscript{26} The beginning of personal financial disaster for civil service officials and/or military members could also be the end of their government employment. Such is very unlikely to occur in MEDCOM, especially on a first offense and when the person was acting in good faith to get the mission accomplished. However, the other path to personal financial disaster could be a vendor suit for payment against the person who created the unauthorized commitment in his or her personal capacity, because the rules prohibited the government from ratifying the unauthorized commitment. If the vendor delivered goods and services as agreed, but the rules prohibit the government from paying the vendor for those goods and services, the vendor has a legal right to file a lawsuit against a government official in his or her personal capacity for full payment for those goods and services agreed to by that government official. Having to personally pay tens of thousands or hundreds of thousands of dollars for goods and services used by the government, plus interest, court costs, and attorney fees, would most likely be a personal financial disaster for most government employees.

Another reason it is important to avoid making an unauthorized commitment is the large amount of MEDCOM human resources required to process an unauthorized commitment action. The ratification process — the

<table>
<thead>
<tr>
<th>Offense</th>
<th>Nature of Offense</th>
<th>First Offense</th>
<th>Second Offense</th>
<th>Third Offense</th>
<th>Remarks</th>
</tr>
</thead>
<tbody>
<tr>
<td>14. Failure to observe written regulations, orders, rules, or procedures</td>
<td>a. Violation of administrative rules or regulations where safety to persons or property is not endangered.</td>
<td>Written reprimand to 1 day suspension</td>
<td>1-14 day suspension</td>
<td>5 day suspension to removal</td>
<td></td>
</tr>
<tr>
<td></td>
<td>b. Violation of administrative rules or regulations where safety to persons or property is endangered.</td>
<td>Written reprimand to removal</td>
<td>30 day suspension to removal</td>
<td>Removal</td>
<td></td>
</tr>
<tr>
<td></td>
<td>c. Violations of official security regulations. Action against National Security:</td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td></td>
<td>(1) Where restricted information is not compromised and breach is unintentional.</td>
<td>Written reprimand to 5 day suspension</td>
<td>1-14 day suspension</td>
<td>5 day suspension to removal</td>
<td>See AR 380-67* and 5 USC §7532</td>
</tr>
<tr>
<td></td>
<td>(2) Where restricted information is compromised and breach is unintentional.</td>
<td>Written reprimand to removal</td>
<td>30 day suspension to removal</td>
<td>Removal</td>
<td></td>
</tr>
<tr>
<td></td>
<td>(3) Deliberate violation.</td>
<td>30 day suspension to removal</td>
<td>Removal</td>
<td></td>
<td></td>
</tr>
</tbody>
</table>

formal contracting procedures used to determine if the government can and should pay the vendor for the goods or services—is time-consuming. Under current MEDCOM Pamphlet 715-2, the vendor will almost always have to create and submit a special invoice. The vendor's usual invoice will almost never contain the special language required for the vendor to certify that the vendor delivered the goods or services to the government, and to certify that the vendor has not yet been paid for these goods or services. To avoid submitting a false claim, the vendor must take the time to verify the facts, prepare the new special invoice, certify that invoice, and submit it to the government. In addition to obtaining a proper invoice, the person who made the unauthorized commitment must complete and sign a portion of MEDCOM Form 747-R to provide the facts as to what happened. The supervisor of the person must complete and sign another portion of that form to confirm the facts. The first colonel or civilian equivalent official in the person's supervisory chain must also complete and sign a portion of the MEDCOM Form 747-R. If the incident occurred at a military medical facility, the commanding officer of that medical facility must also complete and sign a portion of the form. All of this takes time, especially when you consider that individuals may be on leave or have changed duty stations. Completed documentation goes to the contracting officer for a decision or recommendation, depending on the amount of money involved. It takes time for the contracting officer to reach a decision or recommendation because he or she is usually busy awarding new contracts or administering existing contracts. If the contracting officer finds that the vendor should receive payment, the contracting office must wait for the budget office of the person who made the unauthorized commitment to provide a funding document with full funding certified for the proper fiscal year within which the unauthorized commitment occurred. The contracting officer must send the file to the legal office for review to make sure the proposed payment is legal. It is common for a legal review to require a long time. It takes even more time if the file is legally insufficient and more documentation must be gathered. Once the file receives “legally sufficient” status, the contracting officer or a higher level contracting official signs the MEDCOM Form 747-R to approve the payment. The contracting officer then issue a new contract vehicle to the vendor, or modify the existing contract to have a contract vehicle under which to make the payment. If the amount of the unauthorized commitment is $100,000 or more, the ratification process includes an in-person or video teleconference appearance by specific officials before the Head of the Contracting Activity (currently a dual-hatted responsibility of the Chief of Staff, MEDCOM) to explain the situation and remedial measures. All of this processing time consumes taxpayers' money to pay many government employees to process unauthorized commitment forms, instead of paying them to do their “real” jobs.

**Why Are Some Unauthorized Commitments Not Ratifiable?**

The FAR requires legal review of all proposed ratification actions because there are limitations on approving ratifications of unauthorized commitments. An unauthorized commitment cannot be legally ratified unless 7 specific conditions are satisfied.

1. The vendor must have already provided the goods or services to the government, and the government must have already accepted them, or the government has otherwise obtained or will obtain a benefit from performance of the unauthorized commitment. If the vendor has not yet provided the goods or services, the unauthorized commitment cannot be legally ratified, regardless of the amount of expenses the vendor incurred in preparing to deliver the goods or services.

2. A government official must have proper authority to ratify an unauthorized commitment. Government officials do not have ratification authority based on their military rank or civil service grade. Only specified government officials with contracting authority have ratification authority. In addition, officials with ratification authority have limitations on the dollar amount they are authorized to ratify. It is legally impermissible to split the unauthorized commitment for the purpose of avoiding an approval threshold.

3. The contract that results from the ratification action must have otherwise been proper if it had been originally made by an appropriate contracting officer. In other words, the unauthorized commitment cannot be properly ratified if contracting or fiscal law rules would have prohibited a contracting officer from entering into the original agreement on behalf of the government. One example: if contracting rules required the government to acquire the goods or services from a small business, but the unauthorized commitment is with a large business.

4. The contracting officer reviewing the unauthorized commitment must determine that the invoiced price is fair and reasonable. To make this determination, the contracting officer relies on market research, personal knowledge, prices listed on existing contracts for the same or for similar goods or services, and other reasonable means. If the invoiced price is too high, the contracting officer has authority to negotiate a lower invoice price.
5. The contracting officer must recommend payment of the invoice, and legal counsel must concur in that recommendation. The contracting officer has a duty to gather the facts and comply with various contracting statutes, regulations, rules, and policies before making a recommendation. The legal counsel has a duty to review the file for legal sufficiency.

6. The correct amount and correct kind of government funds must have been available at the time the unauthorized commitment occurred, and those funds must be currently available to pay the invoiced amount. To know if the required funds were available and are still available, the contracting officer relies on a certification from a resource management official in the organization of the person who made the unauthorized commitment.

7. An unauthorized commitment cannot be legally ratified unless it complies with all other limitations prescribed under Army procedures. For example, local agency procedures could further restrict the dollar thresholds at which various contracting officials have authority to ratify the unauthorized commitment.

**How to Reduce the Number of Unauthorized Commitments Within MEDCOM?**

The number of unauthorized commitments may be reduced within MEDCOM by some or all of the following actions:

Education – This is the first step in knowing what comprises an unauthorized commitment, recognizing situations that are likely to result in an unauthorized commitment, and understanding why it is so important to avoid creating an unauthorized commitment. Without the education piece of the equation, government employees will not know what are unauthorized commitments, why they are highly undesirable, or how to avoid causing them to occur. Education is so important that all Office of the Surgeon General and MEDCOM employees are required to receive unauthorized commitment training as part of their annual ethics training. The MEDCOM Health Care Acquisition Activity has created a video to facilitate this annual training and increase awareness of the need to avoid causing unauthorized commitments. Most unauthorized commitments occur because government employees are not aware that they lack authority to enter or change contracts on behalf of the government.

Attention to details – A lack of attention to details results in many unauthorized commitments. Too many government officials are paying inadequate attention to the terms and conditions of the existing contract, including the contract expiration date. As discussed earlier, ordering goods/services that are not included on the contract or continuing to order goods/services after the contract has expired will result in an unauthorized commitment. Paying closer attention to exactly what goods or services are covered by the contract and the available period for obtaining them will reduce the number of unauthorized commitments.

Planning – Some unauthorized commitments occur because of a lack of adequate planning to properly contract for the necessary goods or services before they are actually needed to accomplish the mission. Obviously, when individuals need something in their personal lives, they can make a quick trip to the store of their choice and purchase the item of their choice with personal funds. When the government needs something and will use appropriated funds to purchase the item, statute requires the government shopper to follow certain competition rules before obligating the government to part with taxpayers’ money. Depending on the amount of money involved, these competition rules require the government to give some degree of notice to the public so that interested sellers will have a fair opportunity to compete in the sale of their goods and services to the government. Compliance with the competition procedures takes time. This is why the customer sometimes assumes that a new contract is in place because the contracting office has had the requirement, the funding document, and the rest of the acquisition package for weeks, or even months. Advance planning is required to give the contracting office enough time to properly award a contract for the goods and services in routine situations. There are some sole-source, shortcut procedures for legitimate emergencies, but not for use when the customer creates the urgency by failing to perform adequate acquisition planning.

Accountability – This is the final step in reducing the number of unauthorized commitments. Being held personally accountable for creating an unauthorized commitment should be an extra personal incentive for government employees to learn about unauthorized commitments and to avoid creating them. As can be easily imagined, increasing personal accountability by taking appropriate disciplinary actions against MEDCOM personnel who create unauthorized commitments is much more challenging when the offenders act solely for the benefit of the military mission and without any personal gain. To get the job done and the absence of personal gain are 2 consistent features of unauthorized commitments created in MEDCOM. While these 2 features may be admirable, they are totally irrelevant to the legal issue of whether an unauthorized commitment occurred.

Because health care costs tend to be relatively high, unauthorized commitments for health care goods and
services also tend to be relatively large. You may wonder how large is “relatively large.” A review of MEDCOM Form 747-R submissions over the last decade determined that the most expensive unauthorized commitment in MEDCOM for that period occurred in 2006 in the amount of $656,483.40 for nucleic acid test kits and testing services for HIV-1, Hepatitis C, and the West Nile Virus (MEDCOM Form 747-R dated September 14, 2007). The single largest series of unauthorized commitments for the same goods and services during the last decade occurred from March 14, 2005 through July 6, 2005 when MEDCOM personnel made 365 unauthorized commitments totaling $646,168.89 to the same vendor for the same kind of goods and services for patient care of amputee patients of Operations Enduring Freedom/Iraqi Freedom (MEDCOM Form 747-R dated July 21, 2005). Although these goods and services were needed and were used to accomplish the mission in both situations, the unauthorized commitments could have been avoided by providing proper training, paying adequate attention to details, planning to meet the needs for future contract goods and services, and having a consistent history of holding individuals personally accountable for creating unauthorized commitments. There is seldom, if ever, a situation where an unauthorized commitment cannot be avoided. Customers should always contact their servicing contracting office when they have routine or urgent needs for goods or services that are not covered by an existing contract. The contracting officer has the authority to legally bind the government by creating a legal obligation for the government to pay for goods and services.

**CONCLUSION**

For all of the reasons presented in this article, when situations conducive to creating an unauthorized commitment occur, MEDCOM personnel must resist the temptation to take a chance on accomplishing the mission through unauthorized means. Instead of creating an unauthorized commitment to get the job done, MEDCOM personnel should contact their servicing contracting office, day or night, and acquire the goods and services through proper contracting means.
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INTRODUCTION

In these days of debt and budget issues facing our country, it is important for leaders, managers, and federal employees to have a solid understanding of fiscal law. Fiscal law is the body of law that governs the availability and use of federal funds. Fiscal law is derived from many sources, including the US Constitution, legislative appropriation acts and authorization acts passed by Congress and signed into law by the President, judicial court rulings, and Comptroller General Decisions pertaining to constitutional and congressional intent.

CONGRESS

Only the US Congress has the ability to appropriate funds to be spent by the federal government, including the President. The constitutional basis for this power is rooted in a single sentence contained in the appropriation clause:

No money shall be drawn from the treasury, but in consequence of appropriation made by law.

Congress can decree, either in the appropriation itself or by separate statutory provisions, what is required to make the appropriation “legally available” for any expenditure. The power of the purse (or providing the money) belongs to Congress while the executive agencies, like the Department of Defense (DoD), carry out the laws with the money that Congress provides.

JUDICIARY

The judicial branch (the federal court system) also has a significant influence in fiscal law and the identified limitations on congressional spending power. Among these limitations are:

- The spending power must only be exercised in pursuit of the general welfare.
- The conditions imposed on the use of federal funds must be reasonably related to the articulated goals.
- The intent of Congress to impose conditions must be authoritative and unambiguous.

Unlike other areas where a leader, manager, or employee may have the latitude to do anything not expressly prohibited to complete the mission, fiscal law requires a person to have affirmative authority to use funds for a particular purpose. The US Supreme Court underscored this principle:

The established rule is that the expenditure of public funds is proper only when authorized by Congress, not that public funds may be expended unless prohibited by Congress.

In other words, the fact that funds are available and Congress has not expressly prohibited buying something does not constitute authority to buy it. Instead, a federal employee must be prepared to show how Congress has authorized and appropriated funds for the proposed expenditure.

PURPOSE AND THE NECESSARY EXPENSE RULE

In 1809, Congress passed the Purpose Statute. The text of the general provision of that statute is:

Appropriations shall be applied only to the objects for which the appropriations were made except as otherwise provided by law.

Simply stated, the Purpose Statute says that public funds may be used only for the purpose or purposes for which they were appropriated. It prohibits charging authorized items to the wrong appropriation, and unauthorized items to any appropriation.

In 1954, the Comptroller General proposed a 3-part test to determine whether expenditure is proper under the Purpose Statute:

1. The expenditure of an appropriation must be for a particular statutory purpose, or necessary and incidental to proper execution of the general purpose of the appropriation.
2. The expenditure must not be prohibited by law.
3. The expenditure must not be otherwise provided for; it must not fall within the scope of some other appropriation.

In 1987, the Comptroller General determined that the first part of the test means that an expenditure is permissible if it is reasonably necessary to accomplish the objective of an appropriation, or will contribute materially to the accomplishment of that objective. The Comptroller General developed this rule (“Necessary Expense Rule”) because Congress is not required to specify every item of expenditure; it does not have the time, nor do we want it to specify every item. An agency wants and needs a certain amount of discretion to determine how it is going to accomplish its mission. The Necessary Expense Rule provides that flexibility. Unfortunately, what is “necessary” for one may seem like a luxury to another. That gap in perspective can get people into trouble.

The second part of the test is more straightforward. If the law specifically prohibits an expenditure, appropriated funds cannot be used for that particular purpose. Prohibitions may be found in appropriations acts, authorization acts, or other legislation. Since appropriations acts are made for a particular fiscal year, the presumption is that everything in the act applies only to the fiscal year covered. A provision contained in an annual appropriation act is not construed as permanent legislation unless the language used or the nature of the provision makes it clear that Congress intended it to be permanent.

The third part of the test relates to whether the expenditure is one that has been budgeted for or has typically been made from another more specific appropriation. In some cases, there may be 2 or more appropriations that are available for the expenditure, but that does not mean there is unfettered discretion.

An example of the third part of the test is the treatment of expenses and investments. Expenses are those items that are consumed in operating and maintaining our agencies. Expenses are funded from operations and maintenance (O&M) accounts. Investments are those items acquired for their long-term use, eg, capital assets, such as equipment. Generally, procurement dollars are used for investments. Annual defense appropriations acts specifically allow investment purchases with a unit cost up to $250,000 to be funded with O&M appropriations. DoD has elected to do so in most cases. Thus, the rules on spending for these 2 types of items are:

1. Procurement dollars must be used for purchase of an investment item that costs more than $250,000.
2. If the cost of an investment item is $250,000 or less, the purchaser must use O&M funds.

The funding test based on whether the unit cost of the investment exceeds $250,000 may sound simple, but it can become a problem in the purchase of computer systems. Today, we normally do not buy just one computer to be used by an individual as a word-processor. Rather, we usually buy computer systems: a network of computers with printers, internet access, and other peripherals. Because of this, we now have a test when it comes to purchases of computer (and other) systems: if the purchase is a system (a number of interconnected components designed to primarily function within the context of the whole), and the total cost of the system is over $250,000, the agency must use procurement dollars. If the purchase consists of a number of computers that will each operate independently, then there is no problem using O&M dollars for each piece, as long as each separate computer costs under $250,000.

Representation funds are included within appropriations made available to the executive branch “for emergencies or extraordinary expenses.” Official representation funds are tightly regulated because of their limited availability and potential for abuse. Congress has long recognized that many agencies have a legitimate need for items that otherwise would be prohibited as entertainment, and has responded by making limited amounts available for official entertainment to those agencies that can justify the need. Entertainment appropriations originated from the need to permit officials of agencies whose activities involve substantial contact with foreign officials to reciprocate for courtesies extended to them by foreign officials. The Defense Department has its own authority. The Secretary of Defense, or the Secretary of a military department, within the limitations of appropriations made for that purpose, may use funds to “provide for any emergency or extraordinary expense which cannot be anticipated or classified.” When so provided in an appropriation, the official may spend the funds “for any purpose he determines to be proper.” Annual O&M appropriations include amounts for “emergencies and extraordinary expenses.”

TIME

Congress has the right to limit its appropriations to particular times as well as to particular objects, and when it has clearly done so, its will expressed in the law should be implicitly followed.
By imposing a time limit, Congress reserves to itself the prerogative of periodically reviewing a given program or agency’s activities. On the basis of time (duration), there are 3 types of appropriations: annual appropriations, multi-year appropriations, and no-year appropriations. These appropriations are either current, expired, or closed.

Annual appropriations are made for a specified fiscal year and are available for new obligations only during that fiscal year. Routine activities of the federal government are, for the most part, financed by annual appropriations. Personnel and O&M appropriations are annual appropriations. All appropriations are presumed to be annual appropriations unless the appropriation act expressly provides otherwise.

Multiple-year appropriations are available for new obligations for a definite period in excess of one fiscal year. Multiple-year appropriations are subject to the same principles applicable to annual appropriations. Multiple-year defense appropriations include: research, development, test and evaluation funds (2 years), procurement funds (3 years), and military construction funds (5 years).6

Current appropriations are monies for which availability for new obligations has not yet expired under the terms of the governing appropriations act. These funds may be obligated during the “present” period, but are subject to appropriation rules and laws.

Expired appropriations are monies for which availability has expired for new obligations, but which are available to adjust and liquidate previous obligations. All appropriations remain expired for 5 years.

Closed or cancelled appropriations are monies that are no longer available for any purpose. After 5 years, the agency must stop using these funds for any purpose. This means that the funds cannot be obligated, the funds cannot be used to adjust contracts, and they must become miscellaneous receipts to the US Treasury.

**BONA FIDE NEEDS RULE**

Generally, the Bona Fide Needs Rule11 states that a fiscal year appropriation may be obligated only to meet a legitimate, or bona fide, need arising in, or in some cases arising prior to but continuing to exist in, the fiscal year for which the appropriation was made. The rule does allow maintaining inventories at levels reasonably necessary to avoid disruption of operations, however, caution must be exercised so that the line between reasonable and excessive is not crossed.

Questions frequently arise regarding requirements that cover more than one fiscal year. In the typical situation, a contract is made in one fiscal year, with performance extending into part of the following year. In the case of service contracts, the Bona Fide Needs rule requires that contracts be performed only during the period of availability of the funds for new obligations. By statute, however, Congress now allows the use of funds, “for procurement of severable services for a period that begins in one fiscal year and ends in the next fiscal year if (without regard to any option to extend the period of the contract) the contract period does not exceed one year.”14

Severable services are those that are routine, repetitious services that can be divided by fiscal years because they involve a series of services such as janitorial work or grounds maintenance.

When it comes to delivery of supplies beyond the fiscal year, the normal answer is that supplies are a bona fide need of the period in which the supplies will be used. That is, current funds generally cannot be used to purchase items beyond the time when the current need for materials exists. However, there are lead time and stock level exceptions to the rule which allow obligation of funds in one year and delivery of supplies in the next fiscal year.

**AMOUNT**

The separation of powers doctrine established by the Constitution allows Congress to make laws and provide money to implement them. This same doctrine gives the executive branch the authority to carry out the laws with funds that are provided by Congress. Under this system, Congress must have the final word as to how much money can be spent by a given agency or on a given program. Congress generally does this through the making of appropriations and by specifically designating, or “earmarking” parts of general appropriations as maximum and/or minimum amounts for particular purposes.

**ANTIDEFICIENCY ACT**

In 1870, 1905, and 1906, Congress passed the laws collectively known as the Antideficiency Act15 (ADA) as a result of the obligation and spending of federal funds by executive branch agencies beyond their own budget estimates. They did so in the expectation that Congress would eventually make deficiency appropriations to pay for the needs of the departments, even when such expenditures exceeded estimates.

The ADA prohibits involving the government in a contract or obligation for the payment of money before an
appropriation is made unless authorized by law. It prohibits over-obligating an appropriation. The ADA is the principal law designed to protect Congress’ power of the purse. It is the only fiscal statute that includes both civil and criminal penalties for violation.

The ADA consists of 4 major provisions:

1. An officer or employee of the United States may not make or authorize an expenditure or obligation that exceeds an appropriation. In other words, the agency cannot spend more than has been appropriated by Congress.

2. An officer or employee of the United States may not make or authorize an expenditure or obligation in advance of an appropriation, unless authorized by law. In other words, money cannot be spent until it is legally available.

3. An officer or employee of the United States may not accept voluntary services or employ personal services exceeding those authorized by law, except to save human life or prevent property damage. In other words, the government cannot receive services without paying for them.

4. An officer or employee of the United States may not make or authorize an expenditure or obligation that exceeds an apportionment or reallocation, or in excess of the amount specified in a formal subdivision of funds in accordance with agency regulations. In other words, more money cannot be spent than has been identified for a command in a funding authorization document.

Voluntary Services

Title 31 USC §1342 prohibits the acceptance of voluntary services without specific statutory authority. The purpose of the prohibition is to preclude situations which might generate future claims for compensation and which might exceed an agency’s available funds. The Government Accountability Office has frequently distinguished the acceptance of voluntary services from the acceptance of “gratuitous services” where it is clearly established by written agreement or by statute that no compensation is due or expected. However, the ADA is not the only constraint on voluntary services. If the work to be performed would impermissibly augment the agency’s appropriation. That is why it was necessary that the services not be ones that the agency would normally perform or fund, or, in the alternative, that specific statutory authority permit acceptance of the services. Some exceptions to the voluntary services prohibition which have been recognized by statute over the years include voluntary services in support of alternative dispute resolution; student intern programs; and voluntary services in support of medical care, museums, natural resources programs, and family support activities. In addition, the statute itself allows the acceptance of voluntary services for bona fide emergencies involving protection of human life or property and which are not part of the agency’s regular functions.

Violations of the Antideficiency Act

When an organization within the Army believes a potential ADA violation has occurred, it will submit an initial report, usually called a “flash report,” to the Assistant Secretary of the Army for Financial Management and Comptroller (ASA(FM&C)). This initial report is informal and merely sets forth the factual circumstances that led to the belief that a potential ADA violation occurred. If ASA(FM&C) determines that a further factual inquiry is warranted, a preliminary ADA review is conducted. The preliminary report resulting from this review is submitted to ASA(FM&C), which, in consultation with the Army Office of General Counsel (OGC), determines whether an actual ADA violation has occurred and a formal investigation is required.

Where a formal investigation is warranted, an ADA investigator is assigned. The investigator has been trained in conducting ADA investigations and typically is from outside the activity under investigation. The investigator’s role is to determine the event that caused the potential violation, the responsible individual(s), actions required to correct the violations, and action(s) taken to ensure that a similar violation does not occur in the future.

The formal investigation is intended to provide the investigator with the necessary facts in order to write the formal report. Using the preliminary report as a starting point, the investigator will determine what information is missing or what areas require a more in-depth examination in order to accomplish that task. The investigator will interview those involved in the transaction and carefully review the documentary evidence in order to trace and document the transactions, decisions, and circumstances that may have led to the violation. During this time, careful coordination with ASA(FM&C), as well as with counsel, will help the investigator maintain focus and not be drawn into unproductive lines of inquiry.

The formal report is submitted to ASA(FM&C) which obtains Army OGC review and coordinates with other
involved functional areas as appropriate. The final report is then submitted to the Under Secretary of Defense (Comptroller), who then submits it to the President, through the Director of the Office of Management and Budget, the President of the Senate, the Speaker of the House of Representatives, and the Comptroller General.

If at any time during the investigation it appears that a criminal violation may have occurred, the investigation is stopped and the matter referred to the US Army Criminal Investigation Command (USACIDC). While rare, such referrals do occur. If the facts indicate knowing and willful violations, the case will be referred to the Department of Justice (or the appropriate United States Attorney) for possible prosecution.

The DoD Financial Management Regulation requires that the person or persons who are named as responsible for the violation be administratively disciplined. This discipline is administered on a case-by-case basis, taking into account the nature and seriousness of the offense, and the record, experience, and degree and level of responsibility of the person or persons responsible. For civilian employees, administrative discipline may range from a written reprimand or admonishment to removal from office. Military personnel may be subject to appropriate administrative discipline or to action under the Uniform Code of Military Justice.

CONCLUSION

Fiscal law is a complex subject resulting from years of interaction between laws, policies, and judicial opinions focusing on the authority of Congress to use taxpayer funds. This article has attempted to identify the main issues that every leader, manager, or employee should know. A firm understanding of these issues can ensure proper financial management, avoidance of violations of the Antideficiency Act, and possible disciplinary actions. In the final analysis, fiscal law is about spending the citizens’ money for the appropriate purpose, during the appropriate time, and in the appropriate amount.
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INTRODUCTION

The Department of Defense Third Party Collection Program (TPCP) has been around for 20 years now.1,2 Authorized by Congress, it allows the military services to recoup expenses for medical care provided to nonactive-duty beneficiaries when they have other health insurance. Often this program is confused with the Medical Affirmative Claims Program,3 which seeks to recover money from third parties (not necessarily an insurance company) when any beneficiary seeks medical care because of the “third person’s” action. The TPCP seeks recovery for any medical care given to any nonactive-duty beneficiary any time they have other insurance. The monies collected from the insurance companies are directed to the medical treatment facility (MTF) providing the care.4 This can be a tremendous windfall to the MTF, especially in these fiscally challenging times. The hospital commanders may use this money to enhance patient care in a variety of ways. The total amount recouped by the Army has averaged around $100 million a year. Although that may seem like a lot of money, many think there is an opportunity to collect much more, and with good reason. First of all, our billing software program, Third Party Outpatient Collection System (TPOCS) is woefully out-of-date and not user-friendly.5 It is also scheduled be removed from service in October 2013. At that point, the TRICARE Management Activity will end financial support for TPOCS. The Army Medical Command (MEDCOM) Chief of Staff and the Patient Administrative Division, along with many others, see this as a great opportunity for change.

THE PROBLEM

Unlike the 1960s and 1970s, when the military was on the leading edge of technology, today we often lag behind our civilian counterparts. In the area of medical billing, we are very far behind. While the medical industry has moved totally to electronic revenue cycle (billing and bill paying), many of our MTFs are still preparing hand-written notations of TPOCS-generated bills, stuffing envelopes, mailing them, and then waiting for a check to arrive in the mail, often a 45 to 60 day process. Meanwhile, our civilian counterparts e-bill their patient’s insurance companies and get verification of coverage and electronic fund transfer payments within a few days of the initial encounter.

With improved computer applications come improved and streamlined processes. The commercial sector’s programs can scan and catch many errors in the billing process before the bill is sent to the insurance company. Additionally, initial responses to insurance company questions or rejections can be automatically embedded in the program.

Billing the insurance company does not mean it will automatically pay. For years the MEDCOM legal community has reviewed the MTF-generated medical bills disputed by insurance companies. This normally occurs after the MTF’s billing office has unsuccessfully tried to collect for 120 to 180 days.6 The assumption is that the insurance company is legally obligated to pay, but refuses to do so. Unfortunately, this is not always the case. Often we see “disputed bills” which are based on an MTF clerical error, a program upgrade or change at an insurance company (which causes their computer not to recognize the Army as a proper payee), or other issues related to the fact we introduce hand-generated bills into a totally automated process. As a result, our “legal intervention” is not legal-oriented at all, it consists of performing the research and making phone calls for which the billing personnel do not have time. There are some existing legal issues that our legal counsel needs to address, but often in our current manual process those issues are buried under so many piles of paper that we cannot find them. This is all the more reason for change.

THE FUTURE

The MEDCOM leadership has authorized each of the 5 regional commands to come up with their own billing solution* to replace the TPOCS billing system.7 The commands are expected to have their solution identified by the end of 2011. This short and tight timeline is driven by the rapidly approaching date when TPOCS will no longer be around to process our medical bills. As

---

*The policy supporting this action is currently under review within MEDCOM. As of this writing, there has been no official determination to change this policy.
such, it appears most regions will rely on a commercial vendor to supply the “software solution” to the demise of TPOCS.

CONCLUSION

Once MEDCOM regional staffs are manned with a Uniform Business Office* and legal counsel, we expect they will provide regional oversight over all the MTFs in their entire region’s TPCP process. Improved automation will allow trend analysis and identification of individual insurance company problems, in addition to a markedly shorter revenue cycle. In the end, our dedicated Uniform Business Office billing personnel will be able to join the rest of the country’s medical billers with the latest and greatest tools instead of stubby pencils and legal tablets, thereby moving the Third Party Collection Program out of the third-world processes and into the 21st century. The result of this effort will put more dollars in the coffers of those MTFs whose commanders embrace, enforce, and support the Third Party Collection Program.

*The Uniform Business Office consolidates collection processing, analysis, and reporting of accounting related activities under one umbrella. Third party collections program, medical service accounts, and medical affirmative claims are the 3 services provided by the office.
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INTRODUCTION AND BACKGROUND

Technology transfer involves sharing resources (eg, expertise, materials, personnel, or money) between entities to attempt technology discovery and/or improvement. The ultimate goal of technology transfer for US government laboratories is to meet their internal research and development missions. We are involved in technology transfer because we recognize the multidisciplinary requirements and complexity of today’s scientific, engineering, regulatory, and commercial endeavors, and the inherent limitations of any one organization, including the US Government, to do it all.

Because of the importance of technology transfer to technological innovation and national economic well-being,1 Congress has made it national policy that technology transfer is a responsibility of federal laboratory science and engineering professionals.2 A great deal of technology transfer takes place informally, through scientific publications and meetings.3

Army medical centers have been involved in technology transfer activities as part of the Clinical Investigation Program (CIP) for many years. The Clinical Investigation Regulatory Office (CIRO), which oversees the CIP across the US Army Medical Command (MEDCOM), was designated a “federal laboratory” in the early 1990s. As a federal laboratory, the Director, CIRO was delegated authority to enter into technology transfer agreements. For internal policy reasons, CIRO, which was headquartered at Fort Sam Houston until 2010, chose to limit its exercise of technology transfer authority to research activities needing protocols within the CIP.

In October 2010, CIRO came under the command and control of US Army Medical Research and Materiel Command (USAMRMC) and relocated to Fort Detrick, Maryland. CIRO now operates as a USAMRMC laboratory for technology transfer purposes and has expanded its exercise of authority to include all technology transfer activities within the medical treatment facilities (MTFs).

The USAMRMC Office of the Staff Judge Advocate (OSJA) supervises and manages the administration, control, and coordination of all patent, copyright, and trademark activities within MEDCOM, as well as serving as the technology transfer legal technical channel supervisor for all MEDCOM units. Intellectual property licensing activities are carried out by the USAMRMC Office of Research and Technology Applications, which is located with and integrated into the OSJA.

Historically, researchers at MTFs who wished to enter into non-CIP cooperative research and development agreements and/or material transfer agreements ended up getting advice and assistance from the USAMRMC OSJA, because their local legal offices had no experience with these non-CIP agreements. In addition, all such agreements had to be staffed to and signed by The Surgeon General (TSG), because TSG was the only other designated authority or “laboratory” available. This greatly complicated and delayed the process. CIRO’s role was expanded to include all technology transfer actions within the MTFs to encourage more non-CIP research collaborations by simplifying and speeding up the process of entering into appropriate agreements.

The purpose of this article is to encourage additional non-CIP technology transfer activities within Army MTFs. It briefly explains the 3 principal technology transfer mechanisms available to MTFs and their inventors/researchers for collaborations with nonfederal parties. Following that, examples of non-CIP collaborations are provided.

THE LEGAL MECHANISMS

The 3 principal mechanisms for research collaborations are called cooperative research and development agreements (CRADAs), material transfer agreements (MTAs), and nondisclosure agreements (NDAs). Authority for federal laboratories4,5 to enter into CRADAs, MTAs, and NDAs comes from the same statutory source, the Federal Technology Transfer Act of 1986 (FTTA),6 which...
An NDA is an agreement... as a example... typically, MTAs and NDAs are just different types of CRADAs.

The fact that the CRADA law allows for a wide variety of collaborative R&D contractual arrangements often proves to be a mental hurdle to those only familiar with the more highly regulated and structured nature of government procurement practice under the Federal Acquisition Regulation (FAR). However, Congress intended this new authority to be used by federal laboratories in a more flexible, industry-friendly way than is typical for government procurement practices. The FTTA authorizes a broad range of cooperative research and development arrangements where there is a mutual interest between the laboratory mission and other levels of government or private sector organizations.

To understand how NDAs fit under CRADA authority, one need only look through the statutory definition of a CRADA. Under that definition, a CRADA is any agreement between appropriate parties to share authorized resources “...toward the conduct of specified research and development efforts...” (emphasis added). The definition can be reasonably and fairly read to subsume both agreements for the precollaboration provision of resources in anticipation of a possible R&D collaboration agreement, as well as R&D collaboration agreements themselves. An NDA is an agreement toward (ie, in the direction of, in anticipation of) the conduct of specified research and development efforts. This interpretation would not be reasonable had Congress more narrowly defined a CRADA to be “an agreement...to conduct specified research and development.”

Essentially, CRADAs, MTAs, and NDAs are research and development agreements that are distinguished from each other by the extent and nature of the collaborative activities that take place under them. They represent a spectrum of collaboration, and the line between where one mechanism stops and the next starts can easily get blurred.

As an example of this blurring, typically, MTAs and CRADAs have nondisclosure requirements written within in them. As another example, a typical agency boilerplate may be labeled, “CRADA for Material Transfer.”

Legal counsel should recognize that potential collaborators may insist on the use of their own templates, which will not use the labels that the government normally uses, but are otherwise quite legally acceptable. From the legal viewpoint, we are concerned that the intended activities fit within the legal bounds authorized, rather than what any particular document is called.

As a laboratory of USAMRMC, CIRO follows the policies and procedures set forth in USAMRMC Regulation 70-57. Per that regulation, for those agreements that utilize its attached formats/templates, no further legal review is required by the USAMRMC OSJA before signature by the Director. CIRO. In practice, CIRO personnel frequently seek guidance and review as proposed agreements are being negotiated. While legal review at the USAMRMC level may not always be required, local policy at the MTF may require local JAG review.

**COOPERATIVE RESEARCH AND DEVELOPMENT AGREEMENTS**

CRADAs are non–FAR-based R&D collaboration contracts that permit a wide variety of resource exchanges between the parties. To carry out the collaborations, federal laboratories may provide “personnel, services, facilities, equipment, intellectual property, or other resources with or without reimbursement (but not funds to nonfederal parties).” The nonfederal parties may provide the federal laboratories any of those resources, plus funds. (Since we are looking at non-CIP collaborations, the provision of Army Regulation 40-38 that prohibits the use of funds or other revenues provided by business groups operating for profit does not apply. The laboratories may accept, retain, and use these extramural resources without violating the Augmentation of Appropriations prohibitions.)*

Unlike FAR-based contracts or federal grants, no competition requirement exists for laboratories in choosing their CRADA collaborators. For researchers at MTFs contemplating collaborations with nonfederal parties, significant interrelated consequences flow from this:

- First, MTF researchers may and must communicate with potential collaborating parties to discuss possible collaborations.
- Second, the MTF researcher should ensure that he/she does not share any government-owned proprietary information, nor receive any of the

*Augmentation is a concept of appropriations law that is derived from statute, specifically 31 USC §3302(b) (miscellaneous receipts rule) and 31 USC §1301(a) (restricting the use of appropriated funds to their intended purposes). The Government Accountability Office has held that an agency may not augment its appropriations from outside sources without specific statutory authority. The objective of the rule against augmentation of appropriations is to prevent a government agency from undercutting the Congressional power of the purse by exceeding the amount Congress has appropriated for that activity.
A common misunderstanding is that the government may not protect its own proprietary or commercial information from disclosure under a Freedom of Information Act (5 USC §552) request. In fact, federal courts considering the issue have provided very broad protection to such information where there are concerns that requiring disclosure would act to undermine the ability of federal laboratories to successfully perform their technology transfer mandate.13

Third, if the MTF researcher has an idea for an invention or has been working on a prototype for an invention, the researcher is required to take steps to help the Army protect any potential intellectual property.12 and should do so before sharing any specific information with the non-federal party. That is most easily done by filing an invention disclosure.* As protection of intellectual property rights is often an essential element to successful commercialization, those rights are addressed in the CRADA statute and become an important part of the negotiations and agreement between the parties.13

**Material Transfer Agreements**

As noted earlier, an MTA (also known as a CRADA for material transfer) is authorized under the same legislation as a CRADA. As stipulated by USAMRMC Regulation 70-57,10 it should:

- be used when (1) a party will be providing equipment, material, and/or information to the other party; (2) the receiving party will screen, test, evaluate, or otherwise use the equipment, material, and/or information, and may be required to provide a report of results to the party providing the equipment, material, and/or information; and (3) the parties are not bound to further collaboration unless another document providing for such collaboration is executed. Under a CRADA for Material Transfer, a USAMRMC laboratory may receive reimbursement for the cost of the material(s) it provides, or for the costs associated with screening, testing, or evaluating the equipment, material, and/or information and providing a report of results.10(p3)

Similar to CRADAs, MTAs for activities within MTFs must be signed by the Director, CIRO.

**Non Disclosure Agreements**

A common misunderstanding is that the government may not protect its own proprietary or commercial information from disclosure under a Freedom of Information Act (5 USC §552) request. In fact, federal courts considering the issue have provided very broad protection to such information where there are concerns that requiring disclosure would act to undermine the ability of federal laboratories to successfully perform their technology transfer mandate.14,15

In the private sector, NDAs, also known as confidential disclosure agreements, are commonly used as a prelude to entering into more substantive business discussions about a potential agreement. They are intended as a legal means to protect from public disclosure proprietary information such as recent unpublished research results; filed, but not issued patent applications; and confidential commercial information, which are provided to the potential partner for limited review, inspection, or preliminary testing. NDAs help each party evaluate what the other can bring to the negotiation table or lab bench that may be of interest. The promises made in an NDA serve to induce parties to share information.

In the realm of federal technology transfer, the issue of NDAs commonly arises as a prelude to negotiations for a potential CRADA. Each party wants some written assurance that the information it plans to share with the other party will not be improperly divulged. Federal law prohibits and makes it a crime for a federal employee to wrongfully disclose a collaborator’s or potential collaborator’s proprietary information.16-19

To address the need/desire of potential collaborators for assurance of confidentiality of their proprietary information before sharing it with government personnel, government counsel has drafted some boilerplate “acknowledgement of nondisclosure obligations,” which are available in the US Army Medical Command Legal Deskbook (2008). These documents fall short of the creation of any contractual obligation on the government’s part, and have the added benefit of allowing signature by the specific science and engineering personnel who are given access to the relevant information.

Individual government employees/researchers do not have authority to bind the government and, therefore, should not sign NDAs on behalf of a government entity. However, as NDAs are a type of CRADA, the Director, CIRO, can and does routinely sign these documents on behalf of MTF researchers. Government employees may acknowledge by signature having read and understood such documents.

**Examples of Non-CIP Collaborations**

A Better Wheelchair

MAJ Art Yeager is an occupational therapist currently assigned to Reynolds Army Community Hospital. While working with patients who used manual (nonelectric) wheelchairs, he saw 2 practical problems, both caused by gravity. First, when his patients were going up hills, which takes considerable strength, current wheelchair technology made it very difficult and awkward to stop without rolling or falling backwards. Second, when those...
same patients were going downhill, current technology did little to assist the patients to adjust for the force of gravity, ie, slow the wheelchair to the desired speed.

MAJ Yeager, a former aviator, conceived 2 ideas to address these practical problems: first, a gravity-reacting antirollback brake, then a gravity-reacting automatic speed pacer. Working with patent counsel in the Legal Office at USAMRMC, MAJ Yeager’s conceptions were filed as patent applications. Needing a private sector partner to further develop these technologies for potential commercialization, MAJ Yeager reached out under an NDA to Accessible Designs, Inc (ADI), a San Antonio-based designer and manufacturer of cutting-edge products for people with disabilities.

Working with the USAMRMC Office of Research and Technology Applications, the Army and ADI established a CRADA to design, engineer, and fabricate a prototype wheelchair that incorporates MAJ Yeager’s technologies into ADI’s own patented technology. The CRADA provides for ADI to seek further research and development funding, as well as to coordinate with outside organizations for prototype testing and evaluation. MAJ Yeager will continue to participate with ADI in the development of these important technologies.

Grants from Nonfederal Entities

Many for-profit and nonprofit entities provide grants for medical research activities that fall outside the scope of the CIP. These grants are contractual agreements that generally fit within the legal definition of a CRADA: the grantor organization provides the federal laboratory (in this case, the MTF as part of CIRO) money in exchange for the laboratory’s agreement to carry out the specified research and provide a written report to the grantor and/or prepare a publication of the results. Personnel at MTFs have applied for and received such grants to perform research at their facilities. (Note: researchers should obtain approval from local authorities before submitting the grant application to be sure that the MTF will support the research should the grant be awarded.)

CIRO can sign the award documents on behalf of the Army. The relevant MTF’s resource management office can accept the grant funds, which can then be spent, for example, to buy the supplies or pay the contractors to carry out the work, as needed.

Practice Makes Better

The AMEDD is at the forefront of national efforts to create simulators to provide its healthcare providers more and better opportunities to train in medical procedures before undertaking the procedures on patients, and to sharpen the skills of those already on the front lines of care. One example is the Mobile Obstetric Emergencies Simulator (MOES) system developed by LTC Shad Deering et al at the Madigan Army Medical Center. The system, along with its NOELLE simulator (Gaumard Scientific, Miami, FL), has been exclusively licensed by the Army to Gaumard. Practicing with MOES builds team and technical competency for obstetric emergencies. The need for such simulators throughout the medical community is obvious. Efforts by MTFs and their associated simulation centers to collaborate with nonfederal hospitals, academia, and the private sector to further develop such technologies is in everyone’s best interest. NDAs and CRADAs are the mechanisms of choice to develop such relationships.

USEFUL USAMRMC POINTS OF CONTACT

CIRO: 301-619-3069
Patent Counsel and for other IP issues: 301-619-7808
Office of Research and Technology Applications:
301-619-6975
https://technologytransfer.amedd.army.mil
Technology Transfer legal counsel:
301-619-7663
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Social Media: Some Things to Consider
Before Creating an Online Presence

CPT Adam Jonasz, JAG, USA

INTRODUCTION

One-way communication between military commands and their Soldiers, Family members, civilian employees, and the public is going the way of the VHS, the floppy disk, and the dinosaur. Command policies, safety briefs, training calendars, and traditional ways of conveying orders at daily formations, on bulletin boards, or through word of mouth is taking a back seat to more modern methods and mediums of communication. Soldiers, Family members, employees, and the public no longer just listen, and commands and commanders no longer just speak and expect to be heard; they now engage in a conversation. This conversation is not always a physical face-to-face exchange, but an increasingly virtual one over the internet through the use of “social media” forums like Facebook, Twitter, YouTube, and Flickr.

What is said on the parade ground is now posted on Facebook. What Soldiers and/or units do during training, in the field, or in the combat zone is now broadcast on YouTube. What Soldiers discussed at the chow hall or in the barracks now appears on Twitter. Comments are now memorialized on the internet, through posts, video, or audio, and all of it available to millions of users with the simple click of a mouse. Social media can be about engaging in conversation, changing the conversation, directing the conversation, listening to the conversation, responding to the conversation, or just getting the word out.

Historically, commanders at all levels were able to determine the parameters of the relationship they had with their Soldiers and the Soldiers had with them. Now, because of the prevalence of social media and the Army’s increasing use and reliance on it, Soldiers, Families, Army civilian employees, and the public are the ones who increasingly define how the unit or commander is perceived and the direction and course of their relationship.

PURPOSE

This article is an overview of social media and some of the many benefits, concerns, and legal issues to consider when deciding whether or not to create and maintain a government external official presence (EOP) within the social media world. In addition, it is the intent of this article to provide commanders, units, and organizations within the Army Medical Command (MEDCOM) tips on how to successfully ensure editorial control of your EOP. This article was not written with the intent of being an analysis of MEDCOM social media sites or as an in-depth report on the legal authority, laws, and guidance covering the use of social media. For guidance or details on how to set up a social media site, see The Army Social Media Handbook 2011 which contains guidance, many tips, and contact information to assist organizations with the implementation and maintenance of a social media page.

OVERVIEW

In order to fully grasp the idea of social media, it may help to parse the words. Media is the plural form of the word “medium,” which in this context is a means of communication, such as radio, newspaper, the internet, or television that reach and influence people widely. Social media is therefore a social means of communication, in a 2-way environment as opposed to a one-way format. Social media is a very broad term and, depending upon with whom you are speaking and for what purpose they engage in or use social media platforms, you may get a variety of definitions. For our purposes, however, social media usually refers to a large range of websites that allow online communications in which individuals shift fluidly and flexibly between the roles of audience and author. Social media can also be defined as the content created and shared by individuals on the web using freely available websites that allow users to create and post their images, video, and text information, and then share that with either the entire internet or just a select group, depending on security or privacy settings.
THE ARMY’S USE OF SOCIAL MEDIA

The Army has long recognized the extensive use of the internet and especially social media websites by society at large, but specifically Soldiers, Family members, potential recruits, and Army civilian employees. The Army presence in the social internet environment began in 2007 and has been increasing rapidly ever since, with EOPs being sponsored/maintained by general officers and commanders at all levels, including organizations down to platoon-size elements.2

The Army quickly recognized the importance of the fact that social media provides users the capability to rapidly and efficiently communicate with large numbers of people over a 2-way communications platform using existing software platforms or websites such as Twitter, Flickr, YouTube, and Facebook, the Army can connect and interact with Soldiers, Families, Army civilians, and the public with little or no monetary investment. Most importantly, the Army is attempting to make use of social media platforms to affirmatively communicate the Army message to the public, Soldiers, Families, Army civilians, and people all over the world. The Army is taking control of the message, creating the conversation and listening to what is being said. As of October 2010, there were 1,076 registered EOP sites as follows: Facebook 713, Flickr 130, Twitter 162, and 71 on YouTube.2(p3)

On February 25, 2010, Department of Defense (DoD) Directive-Type Memorandum (DTM) 09-0263 established DoD policy and assigned responsibilities for responsible and effective use of internet-based capabilities, including social networking services. The DTM also provided basic guidelines for military use of social media, and the use of an EOP. The policy went further by clearly stating:

This policy recognizes that Internet-based capabilities are integral to operations across the Department of Defense.3(p4)

The DTM defined internet-based capabilities as:

All publicly accessible information capabilities and applications available across the internet in locations not owned, operated, or controlled by the Department of Defense or the Federal Government. Internet based capabilities include collaborative tools such as SNS, social media, user generated content, social software, e-mail, instant messaging, and discussion forums (eg, YouTube, Facebook, MySpace, Twitter, Google Apps).3(p4)

It also defined external official presence as:

Official public affairs activities conducted on non-DoD sites on the internet (eg, Combatant Commands on Facebook, Chairman of the Joint Chiefs of Staff on Twitter.)3(p4)

In addition, the Memorandum presented DoD policy as follows3(p5):

The NIPERNET* shall be configured to provide access to Internet-based capabilities across all DoD Components.

Commanders at all levels and heads of DoD Components will continue to defend against malicious activity affecting DoD networks (eg, distributed denial of service attacks intrusions) and take immediate commensurate actions, as required to safeguard missions (eg, temporarily limiting access to the internet to preserve operations security or to address bandwidth constraints.

Commanders at all levels and heads of DoD Components will continue to deny access to sites with prohibited content and to prohibit users from engaging in prohibited activity via social media sites (eg, pornography, gambling, hate-crime related activities).

All use of internet-based capabilities shall comply with paragraph 2-301 of Chapter 2 of the Joint Ethics regulation...and the guidelines set forth in Attachment 2 [to the DTM].

On March 25, 2010, the Chief Information Officer of the Army issued a memorandum4 which addressed establishing, maintaining, and reviewing social media sites, as well as operations security (OPSEC) awareness and training requirements.

On October 21, 2010, the Secretary of the Army issued a memorandum5 establishing the delegation of authority for EOPs to the commanders of all Army commands, who may then redelegate the authority to subordinate commands, direct supporting units, and field operating agencies.

On March 1, 2011, the Deputy Secretary of Defense reauthorized Attachment 3 (Responsibilities) of DTM 09-026,3 extending the DTM through January 2012 and outlining how the NIPERNET should be configured to allow access to Internet-based capabilities throughout the DoD components.

DO AND DEPARTMENT OF THE ARMY REGULATORY AND POLICY GUIDANCE ON SOCIAL MEDIA

At this point there are several regulations and directives that currently direct the Army’s use of social media. According to the Army Social Media Handbook 2011,1 the

*Nonsecure internet protocol router network
Assistant Secretary of Defense is currently working on an all-encompassing policy. Until that policy is issued, guidance is found in DTM 09-026; a June 17, 2009 memorandum from the Office of the General Counsel of the Army which recommended training for creators and maintainers of websites, content review for OPSEC, and other prohibited information and use disclaimers; and the following publications:

- **Army Regulation 25-1.** Along with the Chief Information Officer (CIO)/G-6, the Chief of Public Affairs oversees and controls content on Army public websites. Only official Army information that is releasable and of value to the public may be released on these sites. Commanders and organization heads are to ensure that the Public Affairs Office and other appropriate designees review and clear web content and format before the content is posted on the Internet. The primary responsibility of the CIO/G-6 is managing the Army's network, to include providing the appropriate amount of bandwidth to allow access to internet-based capabilities across the Army networks per DoD policy.

- **DA Pamphlet 25-1-1.** Each Army organization that establishes a public website must have a clearly defined purpose and website plan that supports the organization’s mission. All individuals appointed as webmasters or site maintainers, reviewers, and content managers must complete training and certification, as necessary, appropriate to the duties assigned to them.

- **Army Regulation 530-1.** The regulation provides guidance to all Army Soldiers, civilians, and contractors to eliminate, reduce, or conceal indicators that could result in releasing critical and sensitive information. The regulation addresses the review requirements for releasing Army or government information through all types of media.

- **Army Regulation 360-1.** Any official information intended for public release that pertains to military matters, national security issues, or subjects of significant concern to DoD must be cleared by appropriate security review and public affairs offices before release. This includes materials placed on the internet or released via similar electronic media. The Office of Public Affairs has the authority to release information about the Army as a whole; commanders below Headquarters, Department of the Army level can release information wholly within the mission and scope of their respective commands.


As OCPA is also responsible for maintaining the Army social media registry, it apparently has taken the lead on developing policy and monitoring how social media is used in the Army. OCPA has also taken center stage in the effort to educate commanders and agencies on the use of social media and its potential pitfalls.

To establish a social media site, units/commanders must, at a minimum, consult the Secretary of the Army Memorandum: “Delegation of Authority—Approval of External Official Presences,” and Attachment 2 (Guidelines For Use Of Internet-Based Capabilities) to DTM 09-026. Units/organizations must receive command approval before establishing an EOP and it must be approved by the release authority (commanding officer or public affairs) before it can be registered (an EOP must be registered). When submitted for approval and registration an EOP plan must contain the following: a point of contact with a valid military (.mil) email address, a URL to an official Army website, a posted disclaimer which identifies the page as an “official” Army social media presence and disclaims any endorsement. The site must be clearly identified as official, unlocked and open to the public, use official seals, logos, be monitored and evaluated by DoD components for compliance with security requirements, and ensure info posted is accurate and relevant and does not provide personally identifiable information or information not approved for release.

It is recommended that anyone considering establishing an EOP consult their public affairs office for advice and guidance. Public affairs plays a prominent role in the Army’s use of social media and are constantly updating and implementing new ways to assist in the execution of Army regulations and DoD guidance.

**LEGAL OVERVIEW**

An overview of the legal principles that cover government sponsored social media include but are not limited to the following: the 1st Amendment to the US Constitution, copyright laws, the The Privacy Act of 1974, the
Federal Open Records Act (Federal Records Act of 1950, 44 USC §§29,31,33), and defamation. Federal agency public web pages are required to comply with the provisions of section 508 of the Rehabilitation Act Amendments of 1998 (29 USC §794d). Public web pages must be equally accessible to disabled and nondisabled federal employees and members of the public. These legal issues should not inhibit or deter any organization from using social media to advance the unit mission, however, decision makers should be aware that social media does not exist in a vacuum. As a forum of media, many of the laws that apply to newspapers, television, radio, and magazines also apply to social media. Furthermore, when governmental agencies take part in social media, laws that relate to government action apply as well.

When a government actor creates a web presence, which is a forum for communication, it involves the 1st Amendment right to freedom of speech and expression. Therefore, the first issue to address is whether or not that agency’s web page created a “public forum.” A public forum is a US constitutional law term that describes a government-owned property that is open to public expression and assembly. There are several types of public forums, each one expanding the right of public expression.

The most open forum is the traditional public forum, such as streets or parks that, by long tradition, have been devoted to the public for expressive use. In the traditional public forum, the government may not impose content-based restrictions on speech unless they are “necessary to achieve a compelling state interest and...narrowly drawn to achieve that end.” A social media page is unlikely to be designated a traditional public forum, as the US Supreme Court has restricted that category to property “historically” used for public expression (eg, public square in front of a court house or a municipal park). Currently, social media space or the internet do not fall within that description. However, with time that may change as constitutional interpretation evolves.

The designated public forum, which “consists of property which the state has opened for use by the public as a place for expressive activity.” Examples include a public university “campus free speech zone” open to all speakers, or meeting rooms in a public library which is available to all members of the public. A designated public forum requires the government’s clear intent to open one, however, it could be inferred based on the government’s policies and practice. What the Supreme Court has termed the limited forum could be considered a subcategory of the designated public forum. The limited public forum is a place or space designated for speech by “certain groups” or for “discussion of certain topics.” The government’s establishment and application of content parameters in the limited public forum must be “reasonable in light of the purposes of the forum,” and viewpoint neutral.

The nonpublic forum refers to government property that “is not by tradition or designation a forum for public communication.” In a nonpublic forum, deference will be given to the government actor in deciding who may speak and what shall be said. The government may impose time, place, and manner restrictions, and may exclude speakers as long as that exclusion is reasonable.

The last category is government speech. The concept behind this category is that governments must speak in order to govern, and they do so through agents whom they hire, pay, recruit, or subsidize. The government is permitted to use media to communicate its message and, when it does so, it does not have to include opposing viewpoints or allow for an exchange of idea or any interaction. The ballot box is where the public has the opportunity to respond.

The type of public forum becomes important when deciding issues concerning whether defamatory or vulgar material would be protected by the 1st Amendment, what comments can be removed, what information may be retained or collected, and what information may be tracked. A question for commanders in regards to a social media platform is whether a commander or site maintainer can remove profanity or hate speech from a post? For example, can he or she order the removal of a post by someone who asks a controversial question, or makes a divisive or contentious remark?

The type of public forum created may very well determine the amount of editorial control and whether a post is actually a public record, and, if so, whether or not there is an obligation to maintain, release, and/or distribute. The type of social media presence maintained by the organization may be determined in part by the contents of any user agreement and its terms and conditions, disclaimers, and the stated purpose/scope of the site. Most government actors, including military organizations, create solely informational social media pages (eg, using Facebook without any interaction) and are engaging in purely government speech, and therefore retain editorial control of the page. The problems that usually arise concern EOPs that operate between the 2 extremes of no interactivity and complete interactivity. This gray area of having some interaction between web page creators and visitors to the site, but yet strictly controlling the conversation, scope of interaction, and/

or content makes it much more difficult to determine whether or not the government sponsored social media page is a public forum.14

Most of the time, the deciding factors will be the site’s purpose, content, user policies, disclaimers, and the quantity and/or quality of communication between visitor and site creators/maintainers. At this point, there is no need for a constitutional law discussion about whether or not a particular EOP created a public forum. For purposes of this article, it is sufficient for the reader to be aware that, by their very nature, government-sponsored EOPs or web pages, regardless of purpose or content, fall under a constitutional umbrella which may or may not affect the extent to which a government actor, by its power to control the conversation, may utilize and control the capabilities of a social media site.

RETAINING EDITORIAL CONTROL

If a government actor is very careful in setting up its social media site, it can usually guarantee that it is either government speech or a nonpublic forum and can therefore retain maximum control over the conversation that takes place. Lidsky14 suggests the following combination of actions and common sense solutions for government agencies and commanders to ensure that their organization’s site falls into a public forum that allows them to retain as much control as possible over the content and conversation:

- Establish a direction or purpose, a real objective that serves to advance your mission. The purpose may evolve as long as you develop a strategic plan to support it. Clearly state and post the purpose and the scope of site on the first page so that it is notice-able to visitors to the site. It should state that the use of social media by (name of entity) is for the purpose of obtaining or conveying information that is useful to or will further the goals of said entity.

- Plainly describe the terms and conditions of use so that a visitor to the site and/or user is on notice as to what kind of conduct and content is prohibited or permitted. Remind Soldiers that their conduct on the site is still regulated by the Uniform Code of Military Justice15 and that they are expected to conduct themselves accordingly. Review the current applicable guidance and request advice from the public affairs office to ensure you are covering all of the Army specific requirements.

- Identify an administrator/maintainer in charge of the site. The maintainer should be well trained on all policies regarding EOPs, OPSEC regulations and concerns, and on reviewing content before it is posted. He/she should be intimately aware of the objective of the site. Require them to use their names and titles for official posts or responses.

- Establish a policy for the retention of records. This very simply means that anything posted by the organization or comments by the public should be retained in some form that, if needed, can be retrieved at a later date.

- Make sure that the administrators/maintainers understand the technology, how a site works, how to post, and how to remove posts. They must be knowledgeable about the subject matter, comprehend the commander’s or unit’s intent, and be able to apply that understanding responsibly to the web page. The administrators/maintainers must know the law, regulations, and guidelines before creating the site, as well as during its operation. Contact your local public affairs office, staff judge advocate and security officer for information and assistance.

- State clearly what kind of forum that you are creating. This could be done implicitly in the purpose/scope/policy statement. However, stating your intent to create a nonpublic or limited public forum immediately informs the visitor and user that there is no absolute 1st Amendment right to free speech or expression on the site.

- Train your people well and give them the time and resources to accomplish your site’s stated purpose.

- Clearly post your disclaimers. They should include a general disclaimer, privacy and security disclaimer, copyright and trade mark disclaimer, moderated presence disclaimer, persistent cookie disclaimer, Freedom of Information Act (5 USC §552) and records management notice, external links and nonendorsement disclaimer, and all disclaimer/notices required by Army regulations. Include a disclaimer that states that any content posted by the public, Family member, Army civilian employee, and Soldier does not represent the opinion of the command.

- Clearly state user policies, terms and conditions, and enforcement methods such as no use of profanity; no personal attacks; no spam messages; no off-topic comments; no solicitations; failure to follow guidelines for posting comments may result in the deletion of comments without warning; and, based
on the discretion of site officials, comments may be deleted if they violate the Uniform Code of Military Justice, disrupt good order and discipline, are discriminatory or offensive.

- Keep postings in official capacity. Do not speak/post/comment in an unofficial capacity, nor fluctuate between the 2 capacities.

One crucial indicator of the type of public forum your organization creates is the amount of interactivity that the site permits. Make an unambiguous resolution as to whether comments from the public, Soldiers, and/or Family members will be allowed. If allowed, develop standards that will limit topics, organizational subjects, or issues to those first posted by the command. As the strategic plan and/or the purpose of the site is under development, commands should determine how they will respond to posts and how much they will engage in conversation with the users.

The command must decide how to respond, or even whether to respond to questions or comments that are posted on the site. It must be determined how to manage unwanted or controversial comments or questions, or to leave them on the site either answered or unanswered. On some sites, other users may police such comments by either answering them (correctly or incorrectly) or by expressing disapproval of such comments or approval. Site administrators must decide at what point to remove divisive posts or to officially comment on them. The approach that a command adopts may change during the life of the site, depending upon the organization and the site’s purpose/objective, negative or positive feedback from users, and/or the particular message or conversation.

**Benefits And Challenges To Using Social Media**

Before engaging in the use of social media, commanders and agencies in MEDCOM must first ask themselves whether the benefit received will warrant the time, expense, and effort involved in the creation and maintenance of an EOP on a social networking website. They must seriously evaluate all the benefits and potential drawbacks or difficulties associated with having a presence on a social media website. Most importantly, before anything else, commanders and organizations must determine for what “purpose” they are undertaking this enterprise, ie, for what reason is a social media presence required? Commanders and organizations should not create social media web pages simply because other agencies are doing it, it is a modern form of media, or because it looks good on a résumé.

Once the purpose or objective has been determined, a strategic plan or social media strategy is necessary to establish how the purpose or objective will be achieved. A well organized and structured social media plan must address the following questions:

- What direct benefit does it offer the organization, agency, unit or command?
- What are the potential dangers, pitfalls or drawbacks?
- What are the legalities involved in operating a social media page?

In addition, commands should be knowledgeable about the process, requirements, and basic guidelines that govern the establishment, use, and maintenance of an EOP.

There are ample reasons why a commander, an organization, or even a platoon-size unit would want to use social media to enhance the mission. Social media is a powerful communication tool that can significantly increase the effectiveness of a command’s interactions with Soldiers, Family members, civilian employees, and the public. Social media provides the command with the ability to reach larger audiences, including people with whom the command would not otherwise interact during the ordinary course of business. This communication can take place on a consistent basis, faster, and less expensively than with other forms of media. The quality of the communication is enhanced as well, through the use of video, audio, computer generated images, and photos. Today people can view social media anywhere at any time through desk tops, laptops, Ipads, Ipods, cell phones, at work, home, in the car, or while shopping. It can be used very effectively in crisis situations, to provide warnings and information, and manage a response. It can help build and maintain morale and esprit de corps by keeping the command and Soldiers connected.

Interactive social media can serve as a virtual town hall meeting, encouraging interaction between the command and its constituents. Social media also encourages the exchange of information and collaboration between the command and Soldiers, Families, and civilian employees, providing a continuous process of consultation. The command determines its amount of engagement. Social media can be used exclusively as an information outlet, or it can be used to solicit open-ended comment and expression, or to request more focused and limited avenues of feedback. The command can use it as a tool to encourage an exchange of ideas, to address relevant issues or concerns, monitor attitudes about certain issues,
and get a sense of the overall temperament across the target audience.

Commands can use social media sites to communicate with Soldiers, Families, and employees, directly eliminating intermediaries. Posts from the commander or command sergeant major are communicated directly and give an aura of straightforwardness without distortion. Social media fosters a spirit of engagement, accessibility, approachability, and the atmosphere of responsiveness between the command and its constituents.

Perhaps the greatest advantage of social media is that it allows the command to control the message. The message is whatever the command determines will promote or advance its mission. The message the command communicates is designed, tailored, and managed by the command. The command determines the message content, when, where, and how it is released, and the target audience. It may be as simple as posting information about organizational events, administrative necessities, or to congratulate a Soldier on a special occasion. The message can be directed at certain groups, individuals, or organizations; it could be to correct a wrongly perceived event or inaccurate news story. The message may be influenced by the kind of feedback the command receives from the message it posts. However, the means to track and measure feedback and the manner in which feedback is delivered are also controlled by the site administrators.

Not only can the command or organization dictate the message, it can control and/or limit the amount of interaction. In actuality the command shapes and manages the tone, quality, nature, and direction of the conversation that takes place by simply controlling the topic or subject of discussion; limiting the time allowed for comment; restricting the type of comments received (positive, constructive—not negative or divisive); establishing whether any comment is allowed; if allowed, the form of the comment (text, video, or a simple vote type response), and its length. The type of message and reply/comment environment may reflect the type of relationship the command has with its Soldiers, Family members, Army employees, and the public.

**Drawbacks of Social Media Use in the Military**

Although there are great benefits to using social media and it can be a force multiplier when used appropriately, in the context of government, especially the military, social media use comes at a price. Interactive social media can create or exert pressure to respond to user demands, comments, or questions. Site controllers must be careful what they ask for, or to what extent they open the conversation. Users and visitors are allowed their opinions. Obviously, Soldiers, Family members, Army civilians, and the public have 1st Amendment rights to free expression. The candid, uncensored exchange of ideas, and the freedom to express complaints, ask questions, and/or make comments is what has defined social media. However, that very characteristic is a potential game changer for military commands and organizations because the necessity to control the conversation is key. Even though the conversation occurs on an impersonal illuminated screen, there is still the requirement to maintain and convey the message of a command-driven relationship, with good order and discipline.

Many commands, organizations, and individual commanders choose not to respond to user comments or posts, but observe and listen. Even when comments or suggestions are requested, or questions are asked, those commands and/or individual commanders do not respond. Depending on an organization’s strategic communications plan and social media purpose, such an approach can present a constant dilemma. Many users or visitors to a site will judge the site’s credibility on the amount of interaction and conversation that occurs: how responsive is the site, is it consistently responding or not at all, is it merely an informational site, or does it support an actual exchange of ideas. Each command, organization, and/or commander must decide to what extent and when they will engage with a user based on upon their overall strategic plan. However, a site’s perceived relevance to and prominence among its intended audience may depend upon how they view the site’s credibility.

The most obvious and dangerous concern surrounding the use of social media in the government and specifically the military is the loss of sensitive or classified information. The internet is a powerful way to convey information quickly and efficiently. However, it also provides a potent instrument to adversaries to obtain, correlate, and evaluate an unprecedented volume of aggregate information regarding our operational capabilities, security limitations, and vulnerabilities. This spillage of information into the public arena can be used to assemble fragments of information to decipher the larger picture, draw conclusions, and deduct usable and actionable intelligence.

Maintaining operations security and the ability to manage the risks that result from the use of social media should be the number one priority of site controllers/maintainers. Information in the wrong hands can compromise ongoing operations, base security, or result in identity theft. Operations security includes information...
concerning things such as: force protection measures; communications (information management, infrastructure information systems and networks equipment); logistics (movement of equipment and troops); personally identifiable information of Soldiers and Family members; operations (training missions, tactical and strategic operational military actions) and critical infrastructure (e.g., bases, nuclear facilities, water plants). Operations security concerns exist in what may seem like harmless photos, videos, news announcements, or status updates—not just folders clearly marked SECRET.

Operations security considerations should be part of any strategic social media plan. Site organizers must be aware of and knowledgeable about Army regulations that apply to classified and sensitive information, and who can approve the release of information. Operations security awareness training and specialized training for site maintainers and controllers is a must and should be included in the budget when determining the costs of establishing a site. Furthermore, site administrators/maintainers should be intimately familiar with the intent or purpose of the organization’s social media page. Sometimes, unclassified information that might be considered harmless may not be conducive to the command’s social media plan and should not be posted. The commander is ultimately responsible for the content of the organization’s social media pages, including the problems that occur: a security violation, an offensive comment by a site official, or a simple mistake about the time and date of a social event.

Beyond the potentially dangerous reality of the release of OPSEC-related material via a social media site, site operators must be concerned with the dissemination of misinformation or a misrepresentation that may be posted by impostors or impersonators. In addition, site operators/maintainers must be trained on how and when to enforce site policies, user agreements, and disclaimers. For example, a site maintainer should be well trained regarding what posts or comments can be censored or deleted from the site, and when and if they need to be recorded and maintained.

Depending on the size of the organization and site’s purpose, maintaining a social media presence can be a very time-consuming, labor-intensive endeavor. Social media page site operators must be trained not just on OPSEC issues, but in technical operation and maintenance, compliance with Army regulations and command policies, and site policies. The operators must design, create, manage, and promote the site. They must consistently review the site’s content; keep the site interesting, people engaged, and information updated. The list of responsibilities goes on and on, and everything must be accounted for in the strategic plan, then resourced and funded.

Because the commander is personally responsible for the content, operation and maintenance of the site, he/she should be involved in or at least informed about its daily operations. Once a site operator publishes a post/comment, it becomes the commander’s responsibility. Once that comment, photo, or video is in the public domain, control over that post is basically lost; it can be downloaded, copied, and distributed at will. The command must also monitor the tone of its comments/posts (friendly but professional), review the photos, video, or text before publication. The sponsoring command must make every effort to not violate its own policies, protect copyright and trademark laws, and monitor and track feedback. If the purpose of the site is to connect with an audience with which the command does not interact on a regular basis, a poorly maintained or unremarkable site without much (or any) site/user interaction will not have many followers. It will lack credibility. A poorly organized and maintained site becomes irrelevant and may give a visitor/user a negative impression of the command and organization.

There are additional factors that an Army MEDCOM organization commander should consider when using or deciding whether or not to use social media are. The potential risk of an unauthorized release of personally identifiable information (PII) associated with patients’ medical records/histories, civilian medical personnel, insurance providers, credentialing, investigations, lawsuits, and Family members is enormous. Protection of personal information under the Privacy Act and the Health Insurance Portability and Accountability Act (Pub L No. 104-191 (1996)) is an essential and basic responsibility of all MEDCOM organizations working with or connected to the provision of healthcare. It is usually these very kinds of organizations that could benefit the most from an open, uninhibited exchange with its users. However, the more open and engaging the site may be, the greater the potential risk for an unintended release of information. Unauthorized releases or a loss of PII is an extremely serious event, commands and site operators should refer to OTSG/MEDCOM Policy Memorandum 11-070 for reporting incidents when there is a suspected or actual loss, theft, or compromise of PII.

Records management is another factor that must be considered by organizations that provide healthcare. Records include all books, documents, videos, photos; indeed, anything made or received by the agency as evidence of the organization, function, policies, practices,
The very nature of the medical field involves the use of copyright, trademark, and patent materials; equipment; instruments; and pharmaceuticals. Site operators must be ever vigilant not to endorse, promote or show support for one product over the other. They must be mindful not to wrongfully use record, distribute or portray copyrighted material, patents or trademarks without acquiring the prior consent of the proprietor. For example photographs from media reporters working with units (“embedded”) are copyrighted and cannot be publicly distributed without the written consent of the reporters.

**CONCLUSION**

Like many other Army commands, MEDCOM organizations have turned to social media to distribute their message. In the MEDCOM there are numerous traditional websites and social media sites that span the spectrum of interactivity and communications. Because of their unique mission, many Warrior Transition Unit (WTU) sites have demonstrated a willingness to engage in conversation. Rather than waiting to be overwhelmed by questions and/or complaints from Soldiers, Family members, and/or interested third parties and see the reputation of the command suffer, some WTUs took a more proactive approach to establishing a communications platform for the command. Although social media has worked well for WTUs, that does not mean it will work, or is even a viable communications option, for all MEDCOM organizations.

Because of the nature of the Army’s overall mission; the traditional, customary and legal restraints that surround open discourse within the military; and the necessary structure of the command/subordinate relationship, oftentimes the most advantageous social media site is one with restricted interactivity, offering informational and administrative necessities, while still providing a limited avenue of access to the command. Not all commands can afford to open themselves to full and free communication exchanges with users, for such openness of expression may negatively affect the way the command delivers its message, interacts with its subordinates, or even alter or inhibit the actual, intended purpose of the site.

Army MEDCOM organizations that already have an EOP in operation and those considering creating one should recognize and appreciate certain basic realities. The more an organization opens the site for a back and forth exchange of comments/posts, the more it is unable to control the conversation and messages of the forum. Consequently, it then becomes harder to manage the risks associated with OPSEC and PII. There is a greater obligation to maintain and keep records, protect 1st Amendment rights, and train and keep qualified personnel to monitor and maintain the social media platforms.

Finally, unfortunately, a simple fact that is often overlooked by too many organizations when sponsoring a social media page is that the command must determine how to keep the EOP relevant and prominent with users. Commands must consistently engage, participate (to a limited extent), influence, and monitor. The crucial element to a successful governmental or military social media site is “credibility.” If users think a commander, command, or organizational site is credible, they will keep coming back—they will connect with it. The site will be relevant and take a prominent place in the user’s choice of communications media within the command. A reliable site will attach an appearance of credibility to the command and/or organization. That perception alone has the potential to advance the mission.

The reader should recognize that all organizations do not require a social media site, nor is it to their advantage. Is it really necessary that we receive a tweet from a commander about what they had for breakfast or that a Soldier can become a fan of the command on Facebook? We certainly can read newsworthy articles on the organizational web page, in the newspaper, or in the base or organizational paper. Commanders can still get the message out at formations, bulletin boards, through town hall meeting, email, written correspondence, by phone, or face to face.

Commanders must consider how their organization’s page will impact the larger picture, how it fits in with the overall Army message, and, most importantly, is a social media page really going to advance their units mission. Bottom line: considering all the legal implications,
benefits, and risks is creating an EOP really worth it, or can you simply do it the old fashioned way?
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INTRODUCTION

Army medical treatment facilities (MTFs) operate professional education programs to train military health-care providers (HCPs). To ensure sufficient training opportunities are available for military HCPs and to sustain viable in-house programs, MTFs enter into gratuitous training and affiliation agreements with civilian healthcare training institutions (TIs). The agreements allow military and civilian HCPs to train at each other's facilities. Gratuitous training agreements under which military HCPs train in civilian medical facilities are called medical training agreements (MTAs). Gratuitous training agreements under which civilian HCPs train in Army MTFs are known as affiliation agreements.* This article summarizes the history of the Army MTA program from a legal perspective and discusses the current status of the program.

HISTORY

Historically, the primary legal issue in MTAs has been professional liability coverage for HCPs who may be sued in a personal capacity. Provision of liability coverage has always been problematic. The Department of Justice (DOJ) becomes involved by virtue of the statutory requirements under the Federal Tort Claims Act (FTCA). In order for the FTCA to apply, DOJ or the appropriate US Attorney's Office must certify that the allegedly negligent HCP was acting within the scope of federal employment and move to substitute the United States as the defendant. Upon substitution, the HCP is immune from personal liability.

Prior to 1989, DOJ concluded that work performed by military members training at civilian facilities primarily benefited the TI and not the Army, finding that military HCP-trainees were not acting within the scope of employment. Without certification and substitution by DOJ, the individual military HCP-trainee would be left as the defendant in a lawsuit, responsible for his or her own defense and without any malpractice insurance other than that which he or she might have personally obtained. This result was untenable.

In 1989, DOJ and legal representatives from the military services reached a consensus on defending these cases. The DOJ agreed to certify that the military HCP trainees were acting within the scope of their federal employment and substitute the United States as the defendant. In return, the services agreed to make every effort to ensure that the military HCPs training at TIs were covered under those institutions' insurance, rather than relying on the FTCA. In addition, the services agreed they would not accept one-sided agreements and would ensure the United States did not accept liability for civilian students at MTFs which was greater than the liability TIs accepted for military HCPs at their facilities. Finally, the services agreed to use all possible care in crafting agreements in order to maximize the defenses of the United States, particularly the “borrowed servant” defense. Under the borrowed servant defense, a special employer is liable for the negligent acts of the employee of another general employer when the employee is loaned to and supervised by the special employer. For example, a military HCP-trainee at a TI could be considered a borrowed servant from the MTF (general employer), and thus be covered by the TI's (special employer) professional liability coverage.

Despite the 1989 consensus, in subsequent years, lawsuits arose for professional negligence of military HCPs training in civilian TIs. In some instances, an MTA did not exist, was patently one-sided, did not maximize the ability of DOJ to assert the borrowed servant defense, or was otherwise ill-conceived. As the cases arose, DOJ raised the issue of noncompliance with the 1989 consensus, and raised the possibility that it might decline to certify and substitute if the services continued to fail to uphold their end of the arrangement to enter only into appropriate agreements. Such declinations have not, to the authors' knowledge, occurred.

Creation of Standard Format Medical Training Agreements

Continued friction over nonexistent and inadequate MTAs resulted in 2 standard MTA forms preapproved by DOJ. One form relies on professional liability coverage provided by the TI. The second form relies on the FTCA for professional liability protection. The Army distributed DOJ-approved model MTAs in 1994 and redistributed the same formats in 1996 and 2000.

*The Air Force and Navy refer to both MTAs and affiliation agreements as training affiliation agreements.
Army Medical Training Agreements

addition, The Surgeon General’s Memorandum dated March 28, 2000, delegated limited authority to regional medical commands (RMC) to enter into MTAs with local teaching hospitals for mission-essential skills augmentation/enhancement training. Two DOJ-approved model MTA formats attached to the Memorandum evolved into US Army Medical Command (MEDCOM) Model MTA Format 1 and Format 2. Format 1, shown in Figures 1 and 2, is favored because it is consistent with the consensus and it provides that the TI will cover the military HCPs with liability insurance. The second format provides for FTCA coverage and specifically sets up the “borrowed servant” defense. Format 2, shown in Figures 3 and 4, should only be entered in the event that the TI cannot or will not agree to provide liability insurance under Format 1.

Current Army policy requires that any agreement varying from DOJ models must be approved beforehand by the US Army Legal Services Agency Litigation Division, Tort Litigation Branch (LITDIV). However, the requirement has neither been well-publicized nor closely observed. In 2003, Army MTFs conducted a local review of MTAs and reported to MEDCOM and LITDIV that, of an estimated 300 agreements, 95% were compliant with the required format. Notably, LITDIV conducted a subsequent physical review of the agreements and documented a substantially lower level of compliance.

Recommendations for Army Regulations and Policies Affecting MTAs

In December 2004, LITDIV recounted the history of the Army’s MTA Program in a memorandum to The Surgeon General. LITDIV noted inadequate and erroneous guidance in Army Regulation 351-3, and recommended Training Agreements be separated from that publication and placed in a standalone regulation. However, the current Army Regulation 351-3, published in October 2007, still covers MTAs and affiliation agreements.

In February 2006, the MEDCOM Office of the Staff Judge Advocate made a 2-pronged recommendation to The Surgeon General: (1) request OTJAG support for a senior executive level request to DOJ to suspend DOJ agreement requirements for the duration of the Global War on Terror; and (2) direct the Commanding General, Army Medical Department Center and School (AMEDDC&S) to

- establish Army policy on MTAs and affiliation agreements in a new, standalone regulation.


Current Army MTA Policy

As of this writing, portions of the Army policy on MTAs are found in Army Regulation 351-3, paragraph 4-7. The Surgeon General Memorandum of March 28, 2000, and MEDCOM Model MTA Formats 1 and 2. Paragraph 4-7 of Army Regulation 351-3 sets out the policies, procedures, and responsibilities for what it describes as the Gratuitous Agreement Program, and defines a gratuitous agreement as:

[a] contractual document to obtain short or long-term training for military residents/fellows at civilian or Federal educational institutions when these institutions agree to provide training at no cost to the Government.

Short-term MTAs

Major subordinate commanders are supervisory authorities of short-term MTAs for MTFs within their respective commands. The Commander, MEDCOM is the overall supervisory authority for all Army MTFs. The MEDCOM Assistant Chief of Staff for Resource Management provides oversight for gratuitous agreements through the MEDCOM Agreements Manager (MCRM-M). All proposed MTAs must be reviewed by the judge advocate office supporting the MTF and be signed by a US contracting officer. MTF commanders ensure adherence to the requirements of paragraph 4-7 of Army Regulation 351-3 and its implementing guidance. Furthermore, “there will be no payment of” fees or charges “between the Army MTF and the” TI for short-term training. The Army and the Defense Federal Acquisition Regulation Supplements provide limited additional guidance, respectively, for gratuitous agreements and the more general topic of educational service agreements.

Army Regulation 351-3 states that the format The Surgeon General has established:

will afford the military trainee the benefits and protection normally afforded employees of the educational institution regarding liability insurance and legal representation.

Thus, MTAs must follow the format prescribed in MEDCOM Model MTA Formats 1 and 2. MTF commanders may approve, and contracting officers who support the

*The MEDCOM Model MTA formats are available from the MEDCOM Agreements Manager (MCRM-M).
The oversight authority will coordinate with the MEDCOM Model MTA Formats 1 and 2 through agreements manager channels to MCRM-M. In turn, MCRM-M will coordinate with the supervisory authority and MCJA. The oversight authority may approve nonsubstantive deviations from MEDCOM Model MTA Formats. Whenever there is a question as to whether proposed deviations are substantive, MCRM-M will coordinate through MCJA to contact LITDIV and/or the Department of Justice as necessary.

The local command authority issues temporary duty orders for military members in order to establish official duties under MTAs, and to identify the place, inclusive dates, and scope of training the duties will encompass. MTFs forward MTAs to the supervisory authority’s support agreement manager within 5 days of execution or modification. MTFs also review existing MTAs annually. In addition to guidance on short-term MTAs, Army Regulation 351-3 provides instructions for long-term MTAs.

Long-term MTAs

The Office of the Surgeon General is the supervisory authority for long-term MTAs. Army Regulation 351-3 assigns the AMEDDC&S Department of Health Education to
and Training responsibility for the preparation and execution of long-term MTAs. Assignment of the military HCP-trainee will be by permanent change of station orders. There will be no payment of charges or fees between the government and the TI for training.

Long-term MTAs follow model MTA Formats prescribed by the Office of the Surgeon General and are executed by US contracting officers.

Staff Skills Augmentation Training Memorandum
The Surgeon General Memorandum of March 28, 2000, delegates to commanders of regional medical commands the authority to enter MTAs for staff participation in necessary mission essential skills augmentation, maintenance, or enhancement training. The Memorandum includes the following prerequisites for staff training pursuant to an MTA:

1. The commander of the regional medical command must designate certain medical skills as mission essential for MTFs in the command.

2. The MTA must provide staff physicians with augmentation, maintenance, or enhancement training for the designated essential skills.

3. The MTA must be with a local teaching hospital.

4. The commander of the regional medical command must approve the act of entering into the MTA, which must be executed by a contracting officer.

5. Commanders of regional medical commands may allow MTF commanders to approve staff participation in training opportunities under MTAs previously entered into by the regional medical command.

6. The training must be within the United States.

7. Training duration should be no longer than a few weeks at any one time, and it should not result in additional certification by a recognized specialty or society board.
OPTION 2 (USE ONLY IF SCHOOL WON'T ACCEPT OPTION 1 FORMAT) 
(includes HIPAA clause (para 12) if civilian institution does not provide its own clause) 

As Of: 19 May 2015 

MEDICAL TRAINING AGREEMENT 

(AgreEMENT NO. ____________________) 

Installation Code: ____________________

This Agreement, entered into on the ______ day of ______, 20____, is between the United States of America, hereinafter called the “Government,” represented by the Contracting Officer, and _____________________________, hereinafter referred to as the “Training Institution.” It is freely entered into for the mutual benefit of the parties with the understanding that the Training Institution shall provide training to Government personnel at no cost to the Government in return for the services of said Government personnel at no cost to the Training Institution.

1. The U.S. Army, __________________________ (name of MTF), conducts a fully accredited training program in __________________________ (Discipline). The Training Institution trains residents in __________________________ (Discipline). Under this agreement, ___________________________ (name of MTF) will assign military residents to the Training Institution for training in __________________________ (Discipline) for _______ month periods to supplement the existing ___________________________ (name of MTF) program.

2. In consideration of the premises and of the mutual advantages accruing to the parties hereto, this agreement sets forth the duties and responsibilities of all parties, both those of the Training Institution and those of the Government.

3. The ___________________________ (name of affiliating institution) agrees:
   a. Military residents affected by this agreement perform their training under authority of lawful orders issued by the Department of the Army and receive their pay and allowances therefrom. Accordingly, while performing such training, military residents are acting within the scope of their employment and are considered employees of the Army acting within the scope of their employment under Federal law. The provisions of 28 United States Code, section 2679, will immunize the military resident from individual tort liability. Furthermore, it is understood by the ___________________________ (name of affiliating institution) which names a military resident as a party of potential defendant will notify the United States Army of the extent and nature of any applicable malpractice insurance and whether such insurance includes the military resident. The United States Army will cooperate in the investigation and defense of any notification of an actual or potential claim or suit against the ___________________________ (name of affiliating institution) that the United States will request of the military resident, assist in the removal of the action to the appropriate forum of the United States, but by the TI. When the TI provides coverage, the United States Army will cooperate in the investigation and defense of any such complaints and where concurrence of the Attorney General is obtained will, upon request of the military resident, assist in the removal of the action to the appropriate Federal District Court with a view toward substituting the United States as a defendant in lieu of the military resident.
   b. To assure compliance with licensure requirements set forth by the medical licensing authorities of the State of _______________ for the participation of military residents in the aforesaid training program.

4. It is understood and agreed that on the premises of this agreement, no agent, servant, or employee of the Training Institution shall, for any purpose, be deemed an agent, servant, or employee of the United States Government or be permitted to perform services of any kind on behalf of the United States Government.

5. It is understood and agreed that the education to be furnished military residents in connection with this agreement is gratuitous and voluntary and will be accomplished without cost to the United States Government. The military resident is prohibited from receiving any payment or contribution, including such forms of compensation as meals, quarters, or personal laundry, etc., other than his pay and allowances as a commissioned officer of the United States Army.

6. It is further understood and agreed that the military residents, while undergoing training at the Training Institution, will be under the immediate professional supervision and control of the Chief, ___________________________ (Department), at the Training Institution or his authorized designee. All professional services rendered to patient of the Training Institution by military residents will be properly monitored and supervised by Training Institution staff personnel.

7. Both the Government and the Training Institution must agree in writing prior to arrival on the number of military residents who will participate in the training program and on the dates their training is to begin and end.

8. All military residents will be under official orders assigning them to duty at the Training Institution for a specified period of time. Each resident so assigned will first report to the appropriate authority at the Training Institution for appropriate instructions.

9. All residents will be placed under the professional supervision of the Chief, ___________________________ (Department), at the Training Institution. This official will be responsible for:
   a. The quality of training offered the residents at all times.
   b. The furnishing of a final written report evaluating the performance of each resident at the termination of his/her assignment. All such reports shall be directed to the attention of the Chief, ___________________________ (Department), ___________________________ (name of MTF).

Figure 3. Pages 1 and 2 of US Army Medical Command Model Military Training Agreement Format 2 (pages 3 and 4 are presented as Figure 4).

8. TRICARE access standards must be maintained and participation in MTAs may not result in overall workload shifts to the managed care contractor.

The Memorandum requires appropriate legal review of the MTA, but the versions of MEDCOM MTA formats included as enclosures 1 and 2 to the Memorandum are outdated. The Memorandum does not include specific processing instructions, however all requirements described above for short-term MTAs apply.

Because the Memorandum specifies several limitations on the grant of authority to commanders of regional medical commands, requests to deviate from those limitations must be approved. Such deviations might include entering into an MTA with a nonlocal teaching hospital, or entering an MTA for the purpose of enhancing skills of staff members other than physicians. The procedure for requesting approval of deviations is the same procedure used for deviations in short-term MTAs.

The Memorandum concludes by addressing civilian facilities without residency/fellowship training programs. The memorandum indicates the training with industry agreement may be more appropriate for such facilities. Neither MCJA nor LITDIV have any records which suggest that DOJ has ever approved the training with industry format included as enclosure 3 to the Memorandum. Accordingly, any request to use the training with industry format requires DOJ approval for deviations from one of the 2 MEDCOM Model MTA Formats.

**Observations on the Current Army MTA Program**

Deviations from MEDCOM Model MTA Format 1

MEDCOM Model MTA Format 1 is appropriate when the TI provides professional liability coverage. In the past, LITDIV advised that MEDCOM Model MTA Format 1 provides guidance, but is not mandatory because the coverage is not being provided by the United States, but by the TI. When the TI provides coverage,
the concerns are: (1) is there actually coverage; (2) does the coverage provide for legal representation; and (3) are there provisions for no recourse against the United States, the trainee, or other Army personnel in the event the TI-provided coverage actually pays out? As a consequence, substantial latitude is permitted within MEDCOM Model MTA Format 1, and most deviations are not deemed substantive.

Deviations from MEDCOM Model MTA Format 2

When the FTCA replaces liability coverage for the military trainee, MEDCOM Model MTA Format 2 should be used. Even small deviations from this form are frequently viewed as substantive. Attempts to “improve” the document by rewriting it are generally not well-received. Do not attempt to write a better document. Every change to MEDCOM Model MTA Format 2 must be viewed in the context of its impact on the borrowed servant doctrine. Any change which involves severing or weakening the chain of supervision between military trainees and the TI will likely be substantive. The form language of MTA Format 2 places military trainees under the immediate professional supervision and control of the Chief, [appropriate department] at the Training Institution. All professional services rendered... by military residents will be properly monitored and supervised by TI staff personnel.

Any changes in this language will almost certainly be deemed substantive.

Placing supervision responsibilities with personnel who are not employees of the TI (eg, independent contractors) breaks the supervisory chain within the TI and constitutes a substantive change. Similarly, inserting military personnel in the TI as instructors for military trainees also breaks the supervisory chain, as does the insertion of an independent government contractor as the instructor. Moving the responsibility for ensuring compliance with state licensure requirements from the TI to the government has been viewed as a substantive deviation. In one case, however, a change placing the burden on the...
military trainee was accepted when the TI attorney produced the state statute explicitly placing the burden of compliance on the trainee. These are a few examples in which particular deviations from MEDCOM Model MTA Format 2 were disapproved. There are a number of other deviations that have been disapproved, including proposed MTAs that include numerous changes and additions to MEDCOM Model MTA Format 2, even though the many changes and additions had no apparent impact on the borrowed servant doctrine.

Liability Insurance

Training institutions are increasingly unwilling to pay for liability coverage. Such coverage generally comes in the form of commercial liability insurance, although state-owned TIs may rely on a state tort claims act. Government purchase of liability insurance for military trainees is an alternative. The United States is a self-insurer. On a number of occasions, the Comptroller General has determined that, absent a specific statutory grant of authority or other limited circumstances which are not applicable to MTFs, there is no authority for the United States to purchase liability insurance for its personnel. A federal statute and a Department of Defense directive specifically delegate authority to the Secretary of the Army to purchase liability insurance for medical personnel who are detailed for service with “other than a Federal Department.” To the authors’ knowledge, such authority has never been exercised or redelegated. Obviously, a general decision to fund commercial liability insurance for military trainees at TIs would have substantial fiscal implications.

To Whom Do the MTA Formats and Rules Apply?

While the MTA rules resulted from military physicians performing residencies in civilian medical TIs, the rules have generally been applied to any medical training in civilian organizations in which a military HCP or student military HCP engaged in clinical training. Notably, since Army Regulation 351-3 and The Surgeon General Memorandum of March 28, 2000, apply to physicians, MTAs for other than physicians require an approved deviation. MTA applicability includes public educational institutions as well as private institutions and commercial businesses that deliver healthcare. The rules apply to both military HCPs and student HCPs, covering ranges from student technicians and nurses through medical staff physicians in initial, advanced, or skills maintenance training. The rules apply to all forms of civilian facilities. In short, MTA format rules apply to all cases in which Army medical personnel deliver healthcare services outside of the MTF to people who are not military health system beneficiaries, because the authority for providing such care is based on the training benefits received by military HCPs. Such training, in turn, enables military HCPs to better deliver healthcare services to military health system beneficiaries.

Viability of the Borrowed Servant Doctrine

The borrowed servant doctrine is a creature of state law. If the doctrine is applied, a TI acting in the role of a special employer is vicariously liable for the negligent acts of military HCPs loaned from the general employer (the MTF) when the military trainees are supervised by the TI. One primary purpose for the development of the MTA format was to maximize coverage for military trainees using TI liability insurance and the borrowed servant defense. If the borrowed servant defense is not recognized and TIs do not independently agree to carry liability coverage, military HCPs must rely on protection under the FTCA. To the extent the state where the TI is located does not recognize the doctrine, an argument might be made that the underlying reason for requiring the model MTA format does not apply. The argument has to be made on a case-by-case basis through the request for approval of a deviation from the MEDCOM Model MTA Formats.

Comparison of Federal Tort Claims Act Protection vs Commercial Liability Insurance

Federal Tort Claims Act coverage for a military HCP is generally more advantageous than commercial liability insurance. For instance, under the FTCA, the military member is immune from liability and is no longer a defendant in the lawsuit. Commercial insurers are only liable up to the policy limit, and the military HCP is still personally liable. Thus, a reasonably well-informed military HCP-trainee or a commercial insurer might demand DOJ certify the HCP is within the scope of federal employment in spite of coverage provided by commercial liability insurance.

Military HCP-trainee Duty Status

It is essential that the military HCP-trainee performing under the MTA do so in a duty status. Coverage under the FTCA is predicated on the HCP-trainee acting within the scope of his/her federal employment. DOJ advised in 1989 that it will issue scope of federal employment certifications only in those cases where the HCP-trainee took the actions subject to the complaint(s) pursuant to official orders. DOJ will not issue scope of federal employment certifications in cases where the military HCP-trainee was engaged in activity while on permission TDY, on leave, or in some other nonduty status.

Other Military Service Medical Training Agreements

The Air Force and Navy published standalone directives covering affiliation agreements and MTAs (Army
Army Medical Training Agreements

terminology), or training affiliation agreements (Air Force and Navy terminology).11,12 Those publications contain DOJ-approved model training affiliation agreement formats specific to each service.
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Affiliation Agreements

Generally speaking, federal agencies, including the Department of Defense (DoD) and the Army Medical Command, are prohibited by statute from accepting voluntary services. Section 1342 of Title 31 USC prohibits:

[a]n officer or employee of the United States Government [from] … accept[ing] voluntary services … except for emergencies involving the safety of human life or the protection of property.

It is not difficult to discern the difficult questions that would arise if not for such a general prohibition. For instance: what would the status of the volunteer be; would he or she be limited to remedies provided by the Federal Employee Compensation Act (5 USC §§8101-8193) if injured on the job; what if he or she injured someone else while acting as an agent for the federal government? Moreover, on a more theoretical note, only Congress has authority to allocate resources that will be used to perform federal functions and services. This role that is reserved to the Congress would be diminished if federal officers had unbridled power to accept voluntary services.

Given the general prohibition, one might ask why it is that we see volunteers in our military treatment facilities. As with many statutory prohibitions, Congress has carved out specific exceptions to the general rule, and Army Medical Command benefits greatly from those exceptions. Section 1588 of Title 10 USC contains several exceptions that allow the military departments to accept voluntary services for a number of specific purposes, including “health care related services.” (10 USC §1588(a) (1)) This article, however, deals with another narrow exception to the general prohibition; one that applies to the whole federal government and allows the Army Medical Command to participate more fully in the collegiality of the medical profession, and maybe even do a little recruiting. Section 3111 of Title 5 USC authorizes federal agencies “subject to regulations issued by the Office [of Personnel Management]” to accept voluntary service “performed by a student, with the permission of the institution at which the student is enrolled, as part of an agency program established for the purpose of providing educational experiences for the student” (para (b)(1)).

The Army Medical Command (MEDCOM) has taken advantage of the authority in 5 USC §3111 by establishing a program that permits students of accredited educational institutions to train at an Army medical facility. The vehicle by which this takes place is an affiliation agreement. The particulars of the Army’s affiliation agreement program are found in chapters 15 (Affiliation Policy and Procedure) and 16 (Agreements) of Army Regulation 351-3. Since the regulation is comprehensive and reasonably short, this article is an introduction rather than an exhaustive treatment of all aspects of affiliation agreements.

Under Army Regulation 351-3, an affiliation agreement is a written memorandum of agreement between an Army medical facility and an accredited civilian educational institution. The “student volunteers” appointed under an affiliation agreement are not federal employees. Congress has specifically addressed the questions noted earlier by designating student volunteers as employees for the purpose of workers compensation (if they are injured on the job) and federal tort claims (if they injure another) (5 USC §3111(e)(1)). Student volunteers, however, receive no other employee benefits or pay under the regulation.

The affiliation agreement may appear to represent a great opportunity to acquire no-cost, supplementary staff, but a cautionary note is appropriate here. It is important to keep in mind what this program is and what it is not. It is an opportunity to allow students to fulfill academic requirements in military treatment facilities. By allowing students this opportunity, we engage in the collegiality of the healthcare profession while also showcasing military medicine to potential future recruits or employees. The affiliation agreement program is not an opportunity to supplement staff or to obtain staffing that is otherwise not authorized. Title 5, Section 3111(b)(3) contains a specific prohibition against using student volunteers to displace any employee. It should also be noted that under Army Regulation 351-3, “[a]ny work benefits derived from an affiliation agreement are incidental to training” and that in determining whether to enter into an affiliation agreement, facility commanders must assure that they “serve the best interest of the Army” and “do not detract from the medical mission of the Army medical facility or the education and training needs of AMEDD personnel.” Programs established “for the sole benefit of the educational institution or its trainees” are specifically not authorized.

Moreover, commanders of medical treatment facilities must keep in mind that Section 3111 is an exception to a general prohibition against the acceptance of voluntary services. Any such exception should always be narrowly
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interpreted, particularly so in this case since officers and employees of the US government who violate 31 USC §1342 are subject to criminal penalties under 31 USC §1350, which states that “[a]n officer or employee of the United States Government … [who] knowingly and willfully violat[es] section 1341(a) or 1342 of this title shall be fined not more than $5,000, imprisoned for not more than 2 years, or both.” Therefore, care should be taken not to accept voluntary services other than in strict compliance with guidelines which implement 5 USC §3111 or 10 USC §1588. It may be instructive to note that Section 1342 immediately follows, and was enacted in tandem with Section 1341 (otherwise known as the Anti Deficiency Act). This implies that Congress attached as much importance to its prohibition of the acceptance of voluntary services as it did to its prohibition against the obligation of funds in excess of appropriations. It seems clear, therefore, that voluntary services should only be accepted in accordance with the guidelines that implement Section 3111 or 10 USC §1588. Otherwise, the protection of the exception(s) may be lost.

**Memorandum of Agreement Approval and Execution**

As stated above, affiliation agreements are memorialized by a memorandum of agreement (MOA) “between the educational institution and the Army medical facility.” Such an MOA is the only mechanism authorized for use “as the basis for the acceptance, appointment, and clinical assignment of the educational institution’s trainees by the Army medical facility.”

*Army Regulation 351-3* contains a prescribed format for an affiliation agreement MOA and local deviation from the prescribed format is not authorized without MEDCOM approval. The regulation directs that the completed MOA “will be forwarded to reach the approving authority at least 30 days before the proposed starting date” and “should be coordinated through” the staff judge advocate, civilian personnel officer, and resource management officer. Although the regulation designates the commanding general of MEDCOM as the approving authority for affiliation agreements within MEDCOM, it also delegates approval authority “to commanders of Active Army medical and dental facilities … , provided the agreement is in the prescribed MEDCOM format.”

Once entered into, an affiliation agreement remains in effect until it is terminated by either party. Each agreement must be reviewed annually, however, “to determine whether it should remain in effect,” and “[e]ither party may terminate the arrangements under this agreement by giving 30 days advance written notice of the effective date of termination.” While the regulation encourages that such notice should “be given before the beginning of a training period,” it recognizes that unusual circumstances may require shorter notice and specifically recognizes the right of the approving authority to terminate an agreement “at any time to meet the mission needs of the AMEDD.”

**Student Eligibility and Volunteer Status**

In order to be eligible for appointment under an affiliation agreement an individual must meet the criteria and definition of a “student” under 5 USC §3111. The individual must be enrolled, at least half-time, “in a high school, trade school, technical or vocational institute, junior college, college, university, or comparable recognized educational institution” (para (a)) and have permission to participate from the educational institution at which he or she is enrolled (para (b)(1)). A break of 5 months or less between semesters does not affect the student’s eligibility, so long as the “individual shows … a bona fide intention of continuing to pursue a course of study or training in the same or different educational institution during the school semester … immediately after the [break]” (para (a)).

Once selected for training, student volunteers are appointed in the same way as civil service employees. The requesting organization submits a Standard Form 52 (Request for Personnel Action) to the civilian personnel office that services the medical facility, which then uses a Standard Form 50 (Notification of Personnel Action), the same form used to appoint civil service employees, to effect the appointment. The civilian personnel office also establishes an official personnel folder that contains:

- Copies of the appointment and termination Standard Form 50s.
- Copies of any license required for the category of position to which the student volunteer is appointed.
- A brief statement of the duties performed (which may be a standardized statement covering an entire trainee group).
- A record of time and attendance (which may be a format accepted by both the Army medical facility and the educational institution as long as it shows the dates and hours of training at the Army medical facility).

To summarize, student volunteers are appointed using the same forms as civil service employees. As stated above, they are considered employees for the purposes of workers compensation laws, the Federal Tort Claims Act, and mass transit benefits. This is the extent of their similarity to federal employees. After appointment as
a student volunteer, the trainee serves without compensation and is not reimbursed for traveling or living expenses (see inset, Travel Expenses). Student volunteers must not be used to staff a position that is a normal part of the medical treatment facility’s workforce and must not displace any employee (para (b)(2)-(b)(3), 5 USC §3111; 5 CFR §308.101). Moreover, student volunteers under affiliation agreements are not “counted” as personnel, nor are positions created for them on tables of distribution and allowances.

Although not employees for most purposes, student Army medical facilities may also provide student volunteers while participating in the program” and volunteers be closely “supervised by the Army medical facility staff while participating in the program” and stipulates that “[t]heir involvement in patient care will be governed by the Army medical facility’s quality assurance program” under Army Regulation 40-68.4

Student volunteers may receive other kinds of support under the regulation as well. For example, the student will receive medical care for illness or injury suffered while undergoing training at an Army medical facility. Army medical facilities may also provide student volunteers the following support when needed to support the training effort:

- Meals, on a reimbursable basis at employee or guest rates, when the training schedule requires trainee presence during mealtime.
- Sleeping quarters in the facility during 24-hour call duty, when the training schedule requires the trainee to perform such duty.
- Transportation between Army medical facilities when required by the training schedule, but not from or to living quarters or the educational institution.
- Textbooks, supplies, and equipment required for use in training. Nonexpendable items will be hand-receipted and returned.
- Classroom, conference room, office, dressing room, locker, and storage space required for the conduct of training.

**CONCLUSION**

So long as they are established for authorized reasons and in compliance with governing directives, affiliation agreements can be a useful exception to the general prohibition of the acceptance of voluntary services. They foster greater interaction between the military and civilian medical communities and serve as a recruiting opportunity, but are not a staffing opportunity. Like all other exceptions to general rules, however, they must be “handled with care.” Those interested in establishing affiliation agreements should consult chapters 15 and 16 of Army Regulation 351-3, and seek advice from their servicing SJA, personnel, and training offices.
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Introduction

On March 5, 2010, the Department of Defense (DoD) reissued DoD Instruction 6200.03, Public Health Emergency Management Within the Department of Defense.1 This comprehensive instruction addresses various subjects including public health emergency management roles and responsibilities for military commanders, as well as roles for military treatment facility (MTF) commanders, public health emergency officers, and MTF emergency managers. It also provides DoD guidance in accordance with applicable law. This article summarizes some of the major laws and provides a basic legal foundation for leaders and/or managers facing a public health emergency.

The Stafford Act

While this article’s purpose is not to address DoD support to civil authorities, we cannot address public health legal authorities without first discussing the Robert T. Stafford Disaster Relief and Emergency Assistance Act (Stafford Act).2 The Act allows the President to declare a major disaster or an emergency in response to an event (or threat) that overwhelms state or local government (to include a public health emergency). Ideally, the governor of a state must first respond to the disaster and execute the state’s emergency plan before requesting that the President declare a major disaster or emergency, and the governor must certify that the emergency is in excess of the state’s ability to handle it. But a governor’s request is not necessary for the President to issue an emergency declaration if the emergency involves a federal primary responsibility, which is a situation where an emergency involves a subject area for which the United States exercises exclusive or preeminent responsibility and authority, such as a federal government building.

This declaration is vital in that it triggers access to federal disaster relief funds as appropriated by Congress, funds that can be used for many needs including:

- Public assistance, to include emergency work and permanent work to assist states, local government, and certain private, nonprofit organizations.
- Individual assistance, such as direct and financial assistance to individuals for housing and other disaster-related needs.
- Hazard mitigation to assist state and local governments to reduce the loss of life and property due to natural disasters, and enables mitigation measures to be implemented during the immediate recovery from a disaster.
- Emergency work to assist in meeting threats to life and property.
- Permanent work to repair, restore, and replace damaged facilities owned by state and local governments and eligible private nonprofit organizations.

A critical aspect of the Act is that the fund has several billion (10^9) dollars which may be immediately available for the emergency needs of state and local governments as appropriated by Congress in the Disaster Relief Fund.* Thus, from a fiscal law perspective, Disaster Relief Funds are only limited to those purposes authorized by the Stafford Act. The Act authorizes the Federal Emergency Management Agency (FEMA) to administer all disaster relief to the states.

Public Health Emergency Declaration

The Secretary of Health and Human Services can declare a public health emergency under Section 319 of the Public Health Services Act3 (hereinafter referred to as Section 319), if the Secretary determines that:

- a disease or disorder presents a public health emergency; or

*The Stafford Act authorizes the President to issue a major disaster declaration to speed a wide range of federal aid to states determined to be overwhelmed by hurricanes or other catastrophes. Financing for the aid is appropriated to the Disaster Relief Fund (DRF), administered by the Department of Homeland Security. Funds appropriated to the DRF remain available until expended (a “no-year” account). The Stafford Act authorizes temporary housing, grants for immediate needs of families and individuals, the repair of public infrastructure, emergency communications systems, and other forms of assistance. Additional information at: http://www.fema.gov/pdf/about/stafford_act.pdf.
> a public health emergency, including significant outbreaks of infectious diseases or bioterrorist attacks, otherwise exists.

Such a broad definition gives the Secretary a great amount of flexibility. The Secretary also has the discretion to determine that a disease or condition presents a public health emergency, or a public health emergency otherwise exists, based on conditions that exist prior to the actual outbreak of disease or natural catastrophe. A public health emergency declaration lasts for 90 days, but can be terminated earlier if the Secretary determines that the emergency no longer exists. It can also be renewed by the Secretary for additional 90-day periods if the emergency persists.

A Presidential declaration under the Stafford Act and the public health declaration (PHD) under Section 319 are distinct and separate declarations, although often confused as being one and the same. One does not require the other, but in some situations, both are required in order for the Secretary to exercise certain additional authorities not otherwise provided under Section 319. For example, both a Presidential declaration under the Stafford Act (or the National Emergencies Act, 150 USC §§1621, 1631) and a PHD are required for the Secretary to waive or modify certain requirements under Section 1135 of the Social Security Act.4 Once both are in place, the Secretary can waive or modify bed limits for critical access hospitals; and certain sanctions contained in the Emergency Medical Treatment and Active Labor Act5 and the Health Insurance Portability and Accountability Act.6

In general, there is no requirement for a formal request to have such a declaration made by the Secretary. After a PHD has been issued, the Secretary has broad authority, including making grants, entering into contracts, conducting and supporting investigations, and accessing the Public Health Emergency Fund if appropriated by Congress. In addition, the Secretary has broad legal authority to provide assistance to state and local governments in the absence of a PHD, such as deploying the Strategic National Stockpile in advance of a public health emergency. Still, a PHD is a requirement for other authorities of the Secretary. One in particular involves emergency use authorization (EUA) of investigational medications. Under the Project BioShield Act, when the Secretary has made a PHD, the Food and Drug Administration may issue an EUA to allow the use of unapproved new drugs, off-label use of drugs approved for other purposes, unlicensed biological products, or medical devices not yet approved for the emergency. When the Secretary declares a PHD, the DoD “shall, to the extent practicable, act consistently with the applicable provisions of the declaration.”

**HEALTHCARE LABOR**

The Office of Personnel Management (OPM) develops regulations and federal job descriptions. They normally require a federal civilian healthcare employee to be licensed in any state. OPM determines qualifications and verifies those qualifications. Public health emergencies do not waive or preempt state licensing requirements for these employees.

The Federal Tort Claims Act (FTCA)8 covers claims for property damage or personal injury or death caused by the negligence, wrongful act, or omission of a federal (military or civilian) employee acting within the scope of his/her employment. The FTCA coverage applies to an employee’s official duties when the employee’s actions in question are within the scope of employment. The FTCA does not apply to activities conducted outside the employee’s official duties as a federal employee.

The Federal Employees’ Compensation Act (FECA)9 provides compensation benefits to federal civilian employees for disability due to personal injury sustained by an employee while in the performance of work-related duties. Benefits will not be paid, however, if the injury is caused by the willful misconduct or by the employee’s intention to bring about his or her injury, or if intoxication is the proximate cause of the injury.

Overseas, the Foreign Claims Act10 and the Military Claims Act,11 as well as the North Atlantic Treaty Organization (NATO) Status of Forces Agreement (in accordance with the International Agreements Claims Act12) address issues of liability.

The Emergency System for Advanced Registration of Volunteer Health Professionals (ESAR-VHP)* is a system for advanced registration of healthcare providers developed by the Department of Health and Human Services to verify licensure, assign standardized credential levels, track hospital privileges, and mobilize volunteers. Registration with ESAR-VHP does not, in and of itself, constitute federal employment. Registration with ESAR-VHP does not qualify a public health professional for coverage under FTCA or FECA, and does require an additional mechanism for license reciprocity. However, upon declaration of an emergency, DoD Instruction 6200.0313 does allow MTF commanders to supplement the available staff of healthcare personnel with volunteers, using information and documentation from the

---

For nonfederal employees, many states have provisions for some sort of liability protection for nonfederal healthcare providers. For example, Good Samaritan statutes may offer liability protection to healthcare workers, but differ by states in terms of breadth of coverage. The Federal Volunteer Protection Act and certain state volunteer protection acts may provide liability protection for healthcare providers. The Emergency Management Assistance Compact, of which all states are members, regulates interstate quarantine and isolation, while the CDC may apprehend, examine, detain, or conditional-release persons with certain communicable diseases that are listed by an executive order. In addition, the CDC may apprehend and examine individuals traveling from one state into another if the CDC Director reasonably believes that such individuals may be infected with a quarantinable disease in its qualifying stage. A qualifying stage means that the disease is in a communicable stage, or a precommunicable stage, but only if the disease would be likely to cause a public health emergency if transmitted to other individuals. Federal regulations governing quarantine and isolation are found in the Code of Federal Regulations at 42 CFR §§70 and 71. Part 70 governs interstate quarantine and isolation, while Part 71 deals with quarantine and isolation of foreign persons or imports into the United States or its possessions. Part 71 does not apply to isolation and quarantine in foreign lands, but rather addresses protection against the introduction, transmissions, and spread of communicable disease from foreign countries into the United States or its possessions.

In general, isolation is the separation of an individual or group infected and/or suspected to be infected with a communicable disease from those who are healthy, in such a place and manner to prevent the spread of that disease. Quarantine deals with the separation of an individual or group that has been exposed to a communicable disease, but is not yet ill, from others who have not been so exposed, in such manner and place to prevent the possible spread of the communicable disease. Both involve the restriction of the freedom of movement, a liberty interest protected by the due process clauses of the 5th and 14th Amendments to the US Constitution. Due process includes reasonable and adequate notice of the action that the government is taking, an opportunity to be heard on a timely basis, access to legal counsel, and review of the government’s actions by an impartial decision-maker. DoD Instruction 6200.03 attempts to meet these due process requirements by ensuring that every individual or group subject to quarantine (and presumably isolation as well) is provided written notice of the reason for the quarantine and plan of examination, testing, and/or treatment designed to resolve the reason for the quarantine. The individual or group is allowed to provide information supporting an exemption or release. The military commander or designee shall review such information, and they will exercise independent judgment and promptly render a written decision on the need for the continued quarantine. Individuals and groups subject to the quarantine shall be advised that violators may be charged with a crime and subject to punishment of a fine or imprisonment for not more than one year. In the case of military personnel, these potential sanctions are in addition to applicable actions by military legal authorities.

**Command Authority**

Command authority in terms of a public health emergency has historically been a vague yet powerful concept. DoD Instruction 6200.03 has attempted to define that authority. One aspect of that authority involves the declaration of a public health emergency within the scope of the commander’s authority and the implementation of relevant emergency health powers to achieve the greatest public health benefit while maintaining operational effectiveness. This authority will cover military personnel but may also include persons other than military personnel who are present on a DoD installation or in areas under DoD control. According to Enclosure 3 of DoD Instruction 6200.03:

---

* Federal quarantine and isolation authority is limited to those communicable diseases specified in an executive order of the President, i.e., “quarantinable diseases.” The most current list is found in Executive Order 13295, as amended by Executive Order 13375. These quarantinable diseases include cholera, diphtheria, infectious tuberculosis, plague, smallpox, yellow fever, viral hemorrhagic fevers, severe acute respiratory syndrome, and influenza caused by novel or reemerging influenza viruses that are causing or have the potential to cause a pandemic.

---

* http://www2a.cdc.gov/phlp/docs/UEVHPA.pdf

† Federal quarantine and isolation authority is limited to those communicable diseases specified in an executive order of the President, i.e., “quarantinable diseases.” The most current list is found in Executive Order 13295, as amended by Executive Order 13375. These quarantinable diseases include cholera, diphtheria, infectious tuberculosis, plague, smallpox, yellow fever, viral hemorrhagic fevers, severe acute respiratory syndrome, and influenza caused by novel or reemerging influenza viruses that are causing or have the potential to cause a pandemic.
Emergency Health Powers many include:

(a) Collecting specimens and performing tests on any property or on any animal or disease vector, living or deceased, as reasonable and necessary for emergency response.

(b) Closing, directing the evacuation of, or decontaminating any asset or facility that endangers public health; decontaminating or destroying any material that endangers public health; or asserting control over any animal or disease, living or deceased, vector that endangers public health.

(c) Using facilities, materials, and services for purposes of communications, transportation, occupancy, fuel, food, clothing, health care, and other purposes, and controlling or restricting the distribution of commodities as reasonable and necessary for emergency response.

(d) Controlling evacuation routes on, and ingress and egress to and from, the affected DoD installation and/or military command.

(e) Taking measures to safely contain and dispose of infectious waste as may be reasonable and necessary for emergency response.

(f) Taking measures reasonable and necessary, pursuant to applicable law, to obtain needed health care supplies, and controlling use and distribution of such supplies.

(g) Directing US military personnel to submit to a medical examination and/or testing as necessary for diagnosis or treatment. Persons other than military personnel may be required as a condition of exemption or release from restrictions of movement to submit to a physical examination and/or testing as necessary to diagnose the person and prevent the transmission of a communicable disease and enhance public health and safety. Qualified personnel shall perform examinations and testing.

(h) Restricting movement to prevent the introduction, transmission, and spread of communicable diseases and/or any other hazardous substances that pose a threat to public health and safety. In the case of military personnel, restrictions of movement, including isolation, or any other measure necessary to prevent or limit transmitting a communicable disease and enhance public safety may be implemented. In the case of persons other than military personnel, restrictions of movement may include isolation or limiting ingress and egress to, from, or on a DoD installation and/or military command.

(i) Isolating individuals or groups to prevent the introduction, transmission, and spread of a communicable disease and/or any other hazardous substances that pose a threat to public health and safety. Isolation measures may be implemented in health care facilities, living quarters, or other buildings on a DoD installation and/or military command. Isolation measures do not lessen the responsibilities of the Military Health System (MHS) to provide medical care to infected and/or affected persons to the standard of care feasible given resources available.

CHALLENGES OVERSEAS

Because of the scope and variance among the laws in the various foreign countries in which the United States has military personnel, no attempt will be made here to discuss the particularities of dealing with a public health emergency in any specific country. Instead, a general overview is provided with citations to resources to assist in the creation of solid preparations and plans for a particular area of operations.

The greatest challenge for those working and stationed in foreign countries is that most of the authorities previously stated in this article do not apply. FEMA has no authority in foreign lands. There is no access to the Disaster Relief Fund (however, Overseas Humanitarian, Disaster, and Civic Assistance funds may be available to pay for humanitarian assistance operations and activities authorized by 10 USC §2651 and other authority).

Information and resources are presented in the Figure.

With the possible exception of the land upon which our US embassies are situated, we typically have no “federal jurisdiction” on foreign soil. DoD Instruction 6200.03 does, however, apply to DoD facilities located both within the geographic United States and in foreign countries, but it clearly cautions that the instruction is limited in application for those outside of the United States:

In areas outside the United States, this Instruction applies to the extent it is consistent with local conditions, and the requirements of applicable treaties, agreements, and other arrangements with foreign governments and allied forces. Implementation of these provisions at non-US installations and field activities shall require formal agreements with host-nation authorities as well as allied and coalition forces.

It is, therefore, imperative for all leaders, managers, and legal advisors to be intimately familiar with the host nation’s public health emergency laws, protocols, and procedures. The Department of State is the lead federal agency for requests for assistance originating outside of DoD. Commands and their public health emergency officers will closely coordinate with both the host nation authorities and the Department of State.
Although there is a tendency to defer all legal issues in public health emergency law to the medical attorneys, to do so is a grave oversight. In overseas locations in particular, the scope of potential legal issues grows exponentially. Potential legal issues arising out of a broad scope public health emergency are, but are not limited to:

Contracts – failures of host nation contractors to comply with or complete contracts for fear of exposure; because of quarantine or isolation limitations; because of loss of capability due to involvement in the emergency (illness, deaths, or tasked for higher priority missions). For example, consider the implications of food spoilage in a food distribution system.

The following US laws and regulations do not apply on foreign soil:

- The Stafford Act, 42 USC §§5121-5207
- 42 USC §5192
- 42 USC §5189e
- 42 USC §2811(b)(4)(B)

Although not directly applicable to public health emergencies, good information and possible resources can be found by reviewing the Defense Threat Reduction Agency’s Foreign Consequence Management Legal Deskbook, January 2007. Available at: http://www.dtra.mil/documents/business/current/FCMLegalDeskbook.pdf

Further Information Sources

**International Law**

Agreement Between the Parties to the North Atlantic Treaty Regarding the Status of their Forces, June 19, 1951 (NATO SOFA)

Agreement to Supplement the Agreement Between the Parties to the North Atlantic Treaty Regarding the Status of their Forces With Respect to Foreign Forces Stationed in the Federal Republic of Germany, August 3, 1959, revised effective March 29, 1998 (NATO SOFA Supplementary Agreement)


Chairman of the Joint Chiefs of Staff Instruction 2300.01C: International Agreements, March 15, 2006


Army Regulation 550-51: International Agreements, April 15, 1998

**Rules for the Use of Force**

Annex L (AT/FP Rules for the Use of Force) to Army in Europe Regulation 525-13: Antiterrorism (AT), November 15, 2005 (pending revision)

10 USC §404 [Foreign Disaster Assistance, 2004]

10 USC §2551 [Humanitarian Assistance, 2004]


**Specific to Europe and European Command areas of responsibility, but useful for reference**


Army in Europe Regulation 1-3, International and Other Agreements, December 22, 2005


Army in Europe Regulation 550-56, Exercise of Jurisdiction by German Courts and Authorities Over US Personnel, December 11, 2009

Army in Europe Regulation 27-3, Sending State Forces Activities and Coordination, September 22, 2008

Information and resources regarding the authority and/or applicability of laws and military regulations in foreign countries.
delivery to dining facilities and commissaries which is halted for any of the above reasons.

Legal Assistance—wills, powers of attorney, etc. But consider also the special requirements necessary to accommodate a sudden rise in the number of widows/widowers and orphans, abandoned property, retirees needing assistance, etc.

Labor Law—employees unable or unwilling to perform their duties; employees being required to work outside of their scope of employment; addressing volunteers, overtime, etc.

International Law—addressing issues pertaining to host nation employees; access to our installations; movement of personnel, property, etc; addressing concerns of US personnel living off installations; dealing with criminal sanctions against US personnel in host nation courts for failures to comply with host nation law.

Medical Law—examples include addressing issues of emergency health powers, emergency use authorizations, standards of care, Health Insurance Portability and Accountability Act (HIPAA) and temporary waiver of HIPAA sanctions, medical malpractice, medical credentialing/privileging, etc.

Status of forces agreements (SOFAs) should be carefully reviewed to determine what language addresses public health emergencies. Article 53A of the German Supplement to the NATO SOFA, for example, provides that local, host nation, authorities may “regulate to protect health on US forces’ installations.” It is imperative that individuals have an advanced understanding as to how the respective host nation authorities interpret such words. Keep in mind, however, that SOFAs do not apply to US civilians not accompanying the forces (for example, expatriate US residents abroad), contractors, US civilians vacationing in the foreign country, or third country military personnel on leave (however, those on temporary duty may be covered).

Finally, perhaps the most useful resource is the International Health Regulations (IHRs), developed by the World Health Assembly in 2005, which establishes an international legal framework to provide for a public health response to the international spread of disease. The IHRs constitute an international legal instrument that is binding on 194 countries across the globe, including all World Health Organization member states. The revised IHRs, which entered into force as international law on June 15, 2007, provide the legal framework to …prevent, protect against, control and provide a public health response to the international spread of disease in ways that are commensurate with and restricted to public health risks, and which avoid unnecessary interference with international traffic and trade. The IHRs have provisions for procedures at international airports and ports, refusal of entry quarantines, and tracing of contacts in times of emergency. Every leader and lawyer involved in public health emergency planning should avail themselves of this useful resource and determine its applicability within their host nation(s).

CONCLUSION

All leaders and managers in the DoD should be familiar with DoD Instruction 6200.03. It is a critical tool in planning for a public health emergency. In addition, they need to have a solid understanding of the federal laws which are behind this instruction; some of which have been addressed in this article. Ultimately, reacting to a public emergency will be a team approach. The authors have some parting recommendations to leaders and managers as you plan for dealing with a public health emergency:

1. Become familiar with the CDC’s Frequently Asked Questions about Federal Public Health Emergency Law (available at http://www2a.cdc.gov/phlp/emergencyprep/FPHELfaq.asp). It is a comprehensive collection of easily located, specific information on subjects covered in this article, and more.

2. Know your supporting legal counsel and establish a relationship early on. Train with counsel. Incorporate him/her into your exercises and your real-life situations.

3. Have a basic understanding of the legal framework both in the military and civilian environment. Even though this article has addressed federal, state, local, and, overseas legal issues, host nation issues may arise as well. In other words, what happens outside the military installation’s gate must not be ignored. Cooperation with local leaders and managers in a public health emergency is critical.

4. Get the facts before making any decisions. The law is only as good as the facts to which the law is applied. Incomplete facts will result in incomplete and possibly detrimental decisions and negative public health consequences.
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Army Paralegals and Paralegal Specialists

MSG Christopher Chouinard, USA

INTRODUCTION

As the US Army Medical Command’s Chief Paralegal Noncommissioned Officer, I have had the opportunity to talk and get to know a phenomenal group of Soldiers and civilian personnel who make up this command’s paralegal workforce. These paralegal specialists (military occupational specialty 27D) and civilian paralegals are well educated, professional, and hard-working. Unfortunately, they are unknown to many within MEDCOM. Some of them are heroes in disguise. Some of them are heroes waiting to be challenged. In any event, these paralegals specialists and paralegals are a resource which should not be ignored and which I encourage all leaders and personnel within this command to utilize to their fullest potential.

TRAINING AND EXPERIENCE

Military paralegal specialists provide valuable services, and are an integral part of the Army’s legal system. They provide legal and administrative support in such diverse areas as criminal law, ethics, administrative law, contract law, fiscal law, and, yes, health law. They are highly skilled and highly trained. Paralegal specialists require 10 weeks of advanced individual training and on-the-job instruction in such matters as legal terminology, research techniques, preparing legal documents, interviewing witnesses, and transcription. By the time paralegal specialists are assigned to a medical center or a medical region, they have had years of experience and can provide in-depth legal support to MEDCOM commanders, staff, and personnel.

Paralegals, like paralegal specialists, also provide invaluable legal services in many of the same areas described earlier. However, the status of the individual specialist is based on the state in which he or she was trained. Some may have a paralegal certificate which is usually the result of a program that targets those who already possess a college degree or prior legal experience. The certificate program focuses heavily on litigation, research, writing, ethics, and legal documentation. Others may have an associate degree in applied science in paralegal studies which requires courses in civil litigation, legal research, legal analysis and writing, and ethics. These courses are supplemented by requirements determined by the student’s specialization. Some of these programs require an externship in order to provide hands-on job experience in the legal field. Finally, there is the bachelor’s degree in paralegal studies. This degree offers the most complete education for those with no prior experience in the legal industry. The primary advantage of a bachelor’s degree program over the associate’s and certificate programs is the focus on the actual execution of the skills rather than a simple understanding of the ideas and principles.

IMPORTANCE OF ROLE

Paralegal specialists and paralegals have been a mainstay in the Army Judge Advocate General’s (JAG) Corps since World War II. Regardless of the type of command, they have been a multiplier that correlates to mission success. They both provide direct support to the military and civilian attorneys within the command. They very often are the “boots on the ground” representative of the Judge Advocate General and the Corps Regimental Command Sergeant Major in dealings with commanders and staff. They have the ability to function in any given environment. They have the ability to do everything that an attorney can, with the exception of practicing law. They can research any given subject. They can draft legal documentation on any given topic. They can answer complex questions.

THE FUTURE

Within the MEDCOM, over 50 civilian and military paralegals work in unison to provide MEDCOM with unparalleled support. As diverse as the practice of medicine and its many disciplines, paralegal specialists and paralegals can adapt to any scenario. As the Army Medical Command grows, the need for operational and sustained legal support will increase. The increased demand for comprehensive health law support will create a greater demand for paralegal specialist and paralegal support. It is without question that there will be a paralegal specialist or paralegal involved in each and every decision as MEDCOM becomes an even greater combat asset.

If the noncommissioned officer is the backbone of the US Army, the paralegal specialist and paralegal are the nerve that provides an electric spark which makes the JAG Corps work. MEDCOM has been graced with many professional and hardworking Paralegals that are committed to mission success. Their level of expertise and knowledge is unsurpassed and makes me proud to be part of this tremendous organization. While it is always easy to “call the lawyer,” it is even easier to just call your paralegal. They are the consummate professionals and the foundation upon which the Army Judge Advocate General’s Corps is built.
The Judge Advocate General’s Corps of the United States Army

The Judge Advocate General’s Corps of the United States Army is composed of Army officers who are lawyers and who provide legal services to the Army at all levels of command. The Judge Advocate General’s Legal Service includes judge advocates, warrant officers, paralegal noncommissioned officers and junior enlisted personnel, and civilian employees. The Judge Advocate General is a lieutenant general. All military officers are appointed by the US President subject to the advice and consent of the Senate, but the Judge Advocate General is one of the few positions in the Army explicitly provided for by law in Title 10 of the United States Code and which requires a distinct appointment.

The Judge Advocate General

General George Washington founded the US Army JAG Corps on July 29, 1775, with the appointment of William Tudor as the Judge Advocate General. The Army Judge Advocate General’s Corps is the oldest of the judge advocate communities in the US armed forces, as well as the oldest “law firm” in the United States. The Judge Advocate General serves a term of 4 years. LTG Dana K. Chipman, appointed in October 2009, is the 38th Judge Advocate General of the Army.

Mission

Judge advocates serve in the position of Staff Judge Advocate on the special and personal staff of generals in command who are general court-martial convening authorities (the authority to convene a general court-martial). Staff Judge Advocates advise commanders on the full range of legal matters encountered in government legal practice and provide advice on courts-martial as required by the Uniform Code of Military Justice. Subordinate judge advocates prosecute courts-martial, and others, assigned to the independent US Army Trial Defense Service and US Army Trial Judiciary, serve as defense counsel and judges. The almost 2,000 full-time judge advocates and civilian attorneys who serve The Judge Advocate General’s Corps comprise the largest group of attorneys who serve the US Army. Several hundred other attorneys practice under the Chief Counsel of the United States Army Corps of Engineers and the Command Counsel of the United States Army Materiel Command.

Judge advocates are deployed throughout the United States and around the world, including Japan, South Korea, Germany, Kosovo, Iraq, Afghanistan, Kuwait, and Qatar. They provide legal assistance to soldiers, adjudicate claims against the Army, advise commands on targeting decisions and other aspects of operational law, and assist the command in administering military justice by preparing nonjudicial punishment actions, administrative separation actions, and trying criminal cases at court-martial.

In addition to the active component judge advocates, there are approximately 5,000 attorneys who serve in the US Army Reserve and the Army National Guard. Several hundred Reserve and National Guard attorneys have left their civilian practices to serve in support of Operations Iraqi Freedom and Enduring Freedom.

Legal Center and School

The Judge Advocate General’s School began in World War II at the University of Michigan to train new judge advocates as the Judge Advocate General’s Department rapidly expanded. It was disestablished for a short time after the war. It was then reestablished at Fort Myer in Arlington, Virginia, but, after a short stay, was relocated to the University of Virginia in Charlottesville in 1951. The Judge Advocate General’s Legal Center and School adjoins, but is distinct from, the University of Virginia School of Law. The Commandant of the Judge Advocate General’s School is authorized by Congress to award a Master of Laws degree. The school is the only federal institution to have American Bar Association accreditation as an America’s law schools. Judge Advocates from all 5 armed forces of the United States and international students attend the annual Judge Advocate Officer Graduate Course in which the Master’s degree is awarded. The Legal Center and School also trains the Army’s new judge advocates, provides continuing legal education for judge advocates and lawyers from throughout the United States government, and trains the Army’s paralegal noncommissioned officers and court reporters. The School trains those officers appointed military judges, irrespective of service.

Insignia

The branch insignia consists of a gold pen crossed above a gold sword, superimposed over a laurel wreath. The pen signifies the recording of testimony, the sword represents the military character of the JAG Corps, and the wreath indicates honor. The insignia was created in May 1890 in silver and changed to gold in 1899.
The US Army Medical Department Regiment

The US Army Medical Department was formed on July 27, 1775, when the Continental Congress authorized a Medical Service for an army of 20,000 men. It created the Hospital Department and named Dr Benjamin Church of Boston as Director General and Chief Physician. On 14 April, 1818 the Congress passed an Act which reorganized the staff departments of the Army. The Act provided for a Medical Department to be headed by a Surgeon General. Dr Joseph Lovell, appointed Surgeon General of the United States Army in April 1818, was the first to hold this position in the new organization. The passage of this law marks the beginning of the modern Medical Department of the United States Army.

Throughout its early history, the size and mission of the US Army Medical Department would wax and wane in response to military events around the world. There was, however, no formal regimental organization until World War I. Then, in the late 1950s, the brigade replaced the regiment as a tactical unit. In the reorganization that followed, some Army units lost their identity, their lineage, their history. This loss did not go unnoticed. The US Army Regimental System was created in 1981 to provide soldiers with continuous identification with a single regiment. Department of the Army Regulation 600-82, The US Army Regimental System, states the mission of the regiment is to enhance combat effectiveness through a framework that provides the opportunity for affiliation, develops loyalty and commitment, fosters a sense of belonging, improves unit esprit, and institutionalizes the war-fighting ethos.

The US Army Medical Department Regiment was activated on July 28, 1986, during ceremonies at Fort Sam Houston in San Antonio, Texas, the “Home of Army Medicine.” Lieutenant General Quinn H. Becker, the US Army Surgeon General and AMEDD Regimental Commander, was the reviewing officer. He was joined by general officers of the US Army Reserves and the Army National Guard, representing the significant contributions and manpower of the reserve forces in the Total Army concept.

INSIGNIA

The AMEDD Regimental Distinctive Insignia was designed by the Institute of Heraldry and is one of the oldest crests in the Army today. The 20 stars on the crest correspond to the number of states in the Union between December 10, 1817, and December 3, 1818. The origin of the crest dates from the Act of April 14, 1818, by which the Medical Department of the Army was first organized.

The alternating red and white stripes on the left side of the shield are the 13 stripes of the American Flag. The green staff is the staff of Asclepius (according to Greek mythology, the first healer, the son of Apollo, the sun god); and green was a color associated with the Medical Corps during the last half of the 19th century. The phrase “To Conserve Fighting Strength” gives testimony to our mission as combat multipliers and guardians of our Nation’s strength and peace.

INFORMATION

The Regimental web site (http://ameddregiment.amedd.army.mil/default.asp) is designed to provide you with useful information about the US Army Medical Department (AMEDD) Regiment. Through the web site, you can learn the history of the AMEDD Regiment, the symbolism behind our heraldic items, how to wear the Regimental Distinctive insignia, and various programs available to you and your unit.

The Office of the AMEDD Regiment is located in Aabel Hall, Building 2840, on Fort Sam Houston, Texas. The Regimental staff can provide further information pertaining to the history of the Army Medical Department and the AMEDD Regiment, and assist with any of the services described in the web page.

For additional information please contact the Army Medical Department Regimental Office at the following address:

  Commander  
  Army Medical Department Regiment  
  ATTN: MCCS-GAR  
  2250 Stanley Road  
  Fort Sam Houston, Texas 78234-6100

The telephone number is (210) 221-8455 or DSN 471-8455, fax 8697.  
Internet: http://ameddregiment.amedd.army.mil/  
Email: amedd.regiment@amedd.army.mil
The headquarters and primary instructional facility of the Army Medical Department Center and School, located on the Military Medical Education and Training Campus, Fort Sam Houston, Texas.
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